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SECTION B SUPPLIES OR SERVICES AND PRICES

CLIN - SUPPLIES OR SERVICES

For Cost Type Items:

Item PSC Supplies/Services Qty Unit Est. Cost Fixed Fee CPFF

7000 R425 Base Year Labor -Security Support Services

in accordance with the Performance Work

Statement. (RDT&E)

1.0 LO $258,085.56 $17,192.34 $275,277.90

700001 R425 PR# 1300432778: Base Year Labor (Fund Type

- OTHER)

7001 R425 Option Year I Labor - Security Support

Services in accordance with the

Performance Work Statement. (RDT&E)

1.0 LO $263,259.74 $17,537.01 $280,796.75

Option

7002 R425 Option Year II Labor - Security Support

Services in accordance with the

Performance Work Statement. (RDT&E)

1.0 LO $267,206.58 $17,799.91 $285,006.49

Option

For Cost Type / NSP Items

7999 Data for labor CLINs 7000, 7001 and 7002 - In accordance with (IAW) CDRLs

A001-A003 the Government shall have unlimited data rights to all data generated

IAW DFARS 252.227-7013 unless an assertion is provided and accepted by the

Government IAW DFARS 252.227-7017.

$0.00

For ODC Items:

Item PSC Supplies/Services Qty Unit Est. Cost

9000 R425 Base Year ODC's -Security SupportServices Other Direct

Costs/Materials in accordance with the Performance Work Statement

NTE $3,000 (RDT&E)

1.0 LO $3,000.00

900001 R425 PR# 1300432778: Base Year ODC's (RDT&E)

9001 R425 Option Year I ODC's -Security Support Services Other Direct

Costs/Materials in accordance with the Performance Work Statement

NTE $3,090 (RDT&E)

1.0 LO $3,090.00

Option

9002 R425 Option Year II ODC's -Security Support Services Other Direct

Costs/Materials in accordance with the Performance Work Statement

NTE $3,182.70 (RDT&E)

1.0 LO $3,182.70

Option
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CONTRACTING OFFICER’S REPRESENTATIVE (COR)

(a)  The COR for this task order is:

Name:  TSGT Jervonda Turner                                                            

Mailing Address:  
Joint Integrated Air and Missile Defense Organization (JIAMDO)
1235 South Clark Street, Crystal Gateway 1 Suite 1000
Arlington, VA,
22202.                                                                                                                                                                     
   

Telephone No.:  703-602-5289

Email:       Jervonda.l.turner.mil@mail.mil

(b)  The COR will act as the Contracting Officer's representative for technical matters, providing technical direction and
discussion, as necessary, with respect to the specification or statement of work, and monitoring the progress and quality of
contractor performance.  The COR is not an Administrative Contracting Officer (ACO) and does not have authority to direct the
accomplishment of effort which is beyond the scope of the statement of work in the task order.

(d)  When, in the opinion of the contractor, the COR requests effort outside the existing scope of the task order, the contractor shall
promptly notify the contracting officer (or ordering officer) in writing.  No action shall be taken by the contractor under such
direction until the contracting officer has issued a modification to the task order, until the ordering officer has issued a modification
to the task order; or until the issue has been otherwise resolved.

(e)  In the event that the COR named above is absent due to leave, illness or official business, all responsibility and functions
assigned to the COR will be the responsibility of the alternate COR.
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SECTION C DESCRIPTIONS AND SPECIFICATIONS

 PERFORMANCE WORK STATEMENT (PWS)

 

 

FOR

 

 

SECURITY SUPPORT SERVICES

 

 

IN SUPPORT OF

 

 

THE JOINT INTEGRATED AIR AND MISSILE DEFENSE ORGANIZATION 
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Section One: Scope

 

1.0  Scope

The contractor shall provide collateral security management services to various functional areas
within the Joint Integrated Air and Missile Defense Organization (JIAMDO).

 

1.1  Objective

The contractor shall proactively provide collateral security management services for JIAMDO. 

 

1.2  Travel

Local travel in support of JIAMDO mission requirements is required, and some minimal
non-local travel may be required. The Contractor shall conduct travel, when necessary, in
accordance with FAR 31.205-46 “Travel Costs,” and the Joint Travel Regulations (JTR). All
travel shall be pre-approved by the Contracting Officer’s Representative (COR). 

 

1.3  Key Personnel Requirements

The Contractor shall provide a suitable mix of personnel with the education and demonstrated
skills and experience necessary to perform the tasks described in the Performance Work
Statement (PWS).  The key personnel requirement is for a Senior Security Specialist during the
initial stages of the contract period of performance. JIAMDO requests resumes for all
prospective key personnel.

Key labor descriptions and qualifications are identified in Section C, Clause IHD17 below.

 

Section Two: Applicable Documents

 

2.0       DOD 5200.1-R           DOD Information Security Program

DOD 5200.2-R           DOD Personnel Security Program

DOD 5200.8-R           DOD Physical Security Program
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DOD 5220.22-R         DOD Industrial Security Regulation

DOD 5220.22-M        National Industrial Security Program (NISPOM)

DOD 5105.21-M-1     Sensitive Compartmented Information (SCI) Administrative Security
Manual

JSM 5220.01A            Joint Staff Information and Physical Security Manual

JSM 5240.01B            Joint Staff Personnel Security Procedures Manual

JIAMDO OI 5000.1   JIAMDO Administrative Standard Operating Procedures (SOP)

AFI 31-401                 Information Security Program Management

AFI 31-501                 Personnel Security Program Management

AFI 31-601                 Industrial Security Program Management

AFH 31-602                Industrial Security Program Handbook

AFI 33-210                 Cryptographic Access Program

AFI 33-211                 Communications Security (COMSEC) User Requirements

AFI 37-138                 Records Disposition - Procedures and Responsibilities

AFMAN 23-110         USAF Supply Manual

AFMAN 37-123         Management of Records

DISN DVS v.3, Rel 3 Defense Information System Network (DISN) Video Services (DVS)

 

Section Three:  Requirements

 

3.0       Kick-Off Meeting

The Contractor shall schedule and conduct a joint Government, Contractor kick-off meeting to
review PWS requirements. The kick-off meeting date will be determined by the Government and
may be conducted via several methods.

 

3.1       Monthly Progress Report

The contractor shall prepare monthly progress reports (MPR) in accordance with CDRL A001.
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3.2       Monthly Security Newsletter

The contractor shall prepare a short, informative security newsletter IAW CDRL A002. 
Potential topics for the newsletter include but are not limited to current relevant news items,
noteworthy historical security items, upcoming training content or deadlines for completion,
current local issues, etc. After approval by the Security Manager or Support Division Chief, this
newsletter will be distributed by e-mail to all members of JIAMDO. 

 

3.3       Standard Operating Procedures (SOP)

The contractor shall develop SOPs and continuity folders with process flow charts, as directed
by the COR that describe the activities (i.e., what is done, the associated timelines, and points of
contact) for selected organizational management processes. (CDRL A003)

 

3.4       Enterprise-wide Contractor Manpower Reporting Application (ECMRA)

"The contractor shall report ALL contractor labor hours (including subcontractor labor hours)
required for performance of services provided under this contract for the Joint Staff via a secure
data collection site.  The contractor is required to completely fill in all required data fields using
the following web address https://doncmra.nmci.navy.mil .  

 

Reporting inputs will be for the labor executed during the period of performance during each
Government fiscal year (FY), which runs October 1 through September 30.  While inputs may be
reported any time during the FY, all data shall be reported no later than October 31 of each
calendar year.  Contractors may direct questions to the help desk, linked at
https://doncmra.nmci.navy.mil."

 

3.5  Technical

 

3.5.1 Technical Tasks and Reporting

The Contractor shall prepare technical reports related to the specific tasks (3.6 thru 3.13) in
accordance with CDRL A002.

 

 

3.6  GENERAL TASKS.  The contractor shall be responsible for performing the core day-to-day
security management activities necessary to support and maintain JIAMDO personnel and
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facilities.

 

3.6.1        The contractor will provide personnel with Joint Personnel Adjudication System (JPAS)
training and account access.

 

3.6.2        The contractor will maintain documentation, equipment, and supplies to manage the
JIAMDO Security Program with enforcement of personnel, administration, and information
technology systems security procedures in accordance with security references listed in
paragraph 2.0.  This includes but is not limited to the following efforts:

 

3.6.2.1   Provide expertise in office/facility security maintenance requirements.  The JIAMDO
Security Manager (SM) or Assistant SM (ASM) will approve all security access coordination
requirements.  All security matters will be reported through the JIAMDO chain of command as
follows:  ASM, COR, and SM. 

 

3.6.2.2   Creation and maintenance of personnel security files, document and automate records,
and implementation and maintenance of the Security Information Management System (SIMS)
for automated security records management.

 

3.6.2.3   Scan any incoming packages, distribution, or mail arriving in the JIAMDO Visitor
Control Center (VCC).

 

 

3.7  INFORMATION SECURITY MANAGEMENT. The contractor shall be responsible for
JIAMDO Information Security management, as guided by the Support Division Chief/SM/ASM,
and shall ensure general, on-site information security support to JIAMDO leadership, action
officers, and supporting staff.  The contractor shall organize, coordinate, and supervise the daily
operations of the information security.  The contractor’s essential job functions are as follows: 

 

3.7.1        Provide full-time coverage of the JIAMDO Security Office.

 

3.7.2        Provide recommendations to JIAMDO Government and contractor personnel on issues
related to marking, courier, processing, etc., of classified and unclassified information.
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3.7.3        Provide recommendations to all personnel on classified and unclassified magnetic media
issues relating to marking, destruction, courier, processing, etc.

 

3.7.4        Assist with development, coordination, publishing, and implementation of procedures
for general security and the JIAMDO Administrative SOP, JIAMDO Operating Instruction,
VCC SOP, and other documents involving or relevant to security.

 

3.7.5        Process incoming and outgoing classified documents via SIMS.

 

3.7.6        Interact with external security organizations and activities.

 

3.7.7        Research improvements to security equipment or software to determine utility and
usefulness toward increasing the efficiency and effectiveness of security operations.

 

3.7.8        Maintain security records according to applicable security and Air Force directives
requirements, as referenced in paragraph 2.0.

 

3.7.9        Maintain individual security records Personnel Information Files (PIF) on personnel
IAW applicable security directives and Air Force Instruction (AFI) or as required by SM/ASM.

 

3.7.10    Conduct In and Out Security Processing to include administering briefing/debriefings to
new and departing personnel as required by the cognizant security authority (i.e., for collateral

security it is the 11th Wing/ Information Protection Branch (11Wg/IP) in the Pentagon and for
COMSEC it is the Air Force Pentagon Communications Agency). 

 

3.7.11    Process Personnel Identification Numbers (PIN) with the Pentagon Force Protection
Agency (PFPA) Access Control.

 

3.7.12    Prepare and process required security forms (e.g., Standard Forms (SF) 701, Activity
Security Checklist, 702, Security Container Check Sheet, etc.) to meet physical security
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requirements monthly or as directed.

 

3.7.13    Prepare and process required security forms (i.e., SF 86, Questionnaire for National
Security Positions, AF Form 2587, Security Termination Statement, etc.) to meet personnel
security requirements.

 

3.7.14    Coordinate repair and replacement of security related systems and locks with PFPA.

 

3.7.15    Coordinate facility alarm issues with PFPA.

 

3.7.16    Provide escort during duty and non-duty hours, as required.

 

3.7.17    Prepare, process, and coordinate facility access badge forms for all personnel with PFPA,
the JS Badge Office, and other applicable agencies (e.g., Defense Intelligence Agency (DIA),
Missile Defense Agency (MDA), etc.).

 

3.7.18    Provide courier services to Pentagon and other agencies in the National Capital Region
(NCR), as required.

 

3.7.19    Greet visitors and conduct security processing for access to organization areas to include
visitor sign-in and out on the Visitor Control Log, scan incoming media, check incoming laptops,
coordinate meetings etc.

 

3.8    PERSONNEL SECURITY MANAGEMENT.    The contractor shall be responsible for
JIAMDO Personnel Security management, as guided by the Support Division Chief/SM/ASM,
and shall ensure general, on-site personnel security support to JIAMDO leadership, action
officers, and supporting staff.  The contractor shall organize, coordinate, and supervise the daily
operations of the personnel security.  The contractor’s essential job functions are as follows:

 

3.8.1        Prepare and process outgoing Visitor Authorization Requests (VAR) for assigned
personnel.
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3.8.2        Process and verify incoming VARs via JPAS and input the information into SIMS.

 

3.8.3        Assist VCC personnel with the processing of visitors using SIMS and JPAS.

 

3.8.4        Provide a copy of the Cleared Personnel Roster from SIMS, bi-weekly (on Monday) to
VCC personnel.

 

3.8.5        Periodic Reinvestigation (PR):

 

3.8.5.1    Process PR paperwork according to the JIAMDO Administrative SOP and the
cognizant security authority’s instructions.

 

3.8.5.2    Process PRs via EPSQ or Electronic Questionnaire for Investigation Processing (EQIP)
IAW the cognizant security authority’s guidance.

 

3.8.5.3    Provide monthly report (via SIMS) on personnel one month out or within six months
(or less) of clearance expiration for Periodic Reinvestigation(s).

 

3.8.6        Coordinate with contractor facility security officers on incomplete, incorrect, and out of
date VRs.

 

3.9  PHYSICAL SECURITY MANAGEMENT.  The contractor shall be responsible for
JIAMDO Physical Security management, as guided by the Support Division Chief/SM/ASM, and
shall ensure general, on-site physical security support to JIAMDO leadership, action officers,
and supporting staff.  The contractor shall organize, coordinate, and supervise the daily
operations of the physical security.  The contractor’s essential job functions are as follows:

 

3.9.1        Coordinate with PFPA to receive, maintain and manage PINs for all JIAMDO personnel.
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3.9.2        Coordinate with PFPA on physical security issues concerning doors, alarms, safes, locks,
and other actions, as required.

 

3.9.3        Coordinate with the AFDW 11th WG/IP office on physical security issues concerning
site accreditation and renewal, Air Force policies, facilities (including construction and
renovation), and other actions as required.

 

3.9.4        Complete and process JS and JS6 Badge paperwork, as required.

 

3.9.5        Complete and process Department of Defense (DOD) Badge paperwork, as required.

 

3.9.6        Provide monthly report noting pending expiration of all badges, courier cards, North
Atlantic Treaty Organization (NATO) briefings, COMSEC briefs, etc.

 

3.9.7        Combination Changes:

 

3.9.7.1  For all security containers (i.e., doors and safes), as required.

 

3.9.7.2  Semi-annually IAW cognizant security authority guidance or as directed by the
SM/ASM.

 

3.9.7.3  Recorded and stored IAW cognizant security authority guidance and internal JIAMDO
procedures.

 

3.10                      INDUSTRIAL SECURITY MANAGEMENT.  The contractor shall be responsible
for JIAMDO Industrial Security management, as guided by the Support Division Chief/SM/ASM,
and shall ensure general, on-site Industrial Security support to JIAMDO leadership, action
officers, and supporting staff.  The contractor shall support the daily industrial security
operations.  The contractor’s essential job functions are as follows:

 

3.10.1    Coordinate, process, and publish DD Forms 254 for present contracts IAW references
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listed at paragraph 2.0.

 

3.10.2    Coordinate, process, and publish DD Forms 254 for future contracts IAW references
listed at paragraph 2.0.

 

3.10.3    Track DD Forms 254, Statements of Work (SOW), and PWSs for present and future
contracts.

 

3.10.4    Maintain, file and store DD Forms 254, SOWs, PWSs, and contracts IAW references
listed at paragraph 2.0.

 

3.10.5    Prepare for and conduct Inspections and Self-Inspections as detailed in paragraph 3.13
IAW references listed at paragraph 2.0.

 

3.11                      COMMUNICATIONS SECURITY MANAGEMENT.  The contractor shall be
responsible for JIAMDO Communications Security (COMSEC) management, as guided by the
Support Division Chief/COMSEC Responsible Officer (CRO), and shall ensure general, on-site
COMSEC support to JIAMDO leadership, action officers, and supporting staff.  The contractor
shall organize, coordinate, and conduct the daily operations of the COMSEC program.  The
contractor’s essential job functions are as follows:

 

3.11.1    Coordinate use of facilities for the monthly COMSEC load in the Video Teleconference
Center (VTC).

 

3.11.2    Perform COMSEC inventory and accountability as required.

 

3.11.3    Assist the JIAMDO SM/ASM/CRO with VTC-specific revisions to the JIAMDO
Administrative SOP, as required.

 

3.11.4    Assist with development, coordination, publishing, and implementation of procedures for
the COMSEC portion of the JIAMDO Administrative SOP.
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3.12                      TRAINING PROGRAMS.

 

3.12.1    Collateral Security Training Program.  The contractor shall maintain an Industrial,
Personnel, and Information Security, and Automated Information Security (AIS) training program
and documentation for all assigned personnel.  This includes conducting initial training for new
staff, quarterly training on select topics and follow-on annual training sessions with all staff,
monitoring general security conduct, and providing follow-up training.  Semi-annual training
accomplishment report shall be provided to the JIAMDO SM/ASM.  The contractor shall
provide general, on-site training to organization leadership, action officers, and supporting staff. 
The contractor’s essential job functions are to:

 

3.12.1.1                      Conduct quarterly training sessions.

 

3.12.1.2                      Conduct annual training sessions.

 

3.12.1.3                      Maintain training documentation on all personnel via SIMS. The contractor
shall maintain auditable records of all training conducted to include training results and test scores
when applicable.

 

3.12.2    Communications Security Training Program.  The contractor shall maintain a
COMSEC training program and documentation for all assigned personnel.  This includes:
conducting initial training for new staff, quarterly training on select topics and follow-on annual
training sessions with all staff, monitoring general security conduct, and providing follow-up
training.  A semi-annual training accomplishment report shall be provided to the JIAMDO
SM/ASM/CRO. The contractor shall provide general, on-site training to organization leadership,
action officers, and supporting staff.  The contractor’s essential job functions are to:

 

3.12.2.1                      Conduct quarterly training sessions.

 

3.12.2.2                      Conduct annual training sessions.

 

3.12.2.3                      Maintain training documentation on all personnel via SIMS. The contractor
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shall maintain auditable records of all training conducted and to include training results and test
scores when applicable.

 

3.13                      INSPECTION PROGRAMS.

 

3.13.1    Self-Inspections.

 

3.13.1.1          Semi-Annual and Annual Inspections (or as directed by the cognizant security
authority or SM/ASM or CRO) conducted IAW locally-developed program-specific checklists
for:

 

3.13.1.1.1    Information Security.

 

3.13.1.1.2    Personnel Security.

 

3.13.1.1.3    Physical Security.

 

3.13.1.1.4    Industrial Security.

 

3.13.1.1.5    COMSEC.
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LIST OF ACRONYMS

 

 

11Wg/IP          11th Wing/Information Protection Branch

 

ADP                Automated Data Processing

 

AFH                Air Force Handbook

 

AFI                 Air Force Instruction

 

AFMAN         Air Force Manual

 

AIS                 Automated Information System

 

APO                Army & Air Force Post Office

 

ASM               Assistant Security Manager

 

CDRL             Contract Data Requirements List

 

CO                        Contracting Officer

 

CRO                COMSEC Responsible Officer
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COMSEC       Communications Security

 

COR                Contracting Officer Representative

 

DCID              Director, Central Intelligence Directive

 

DIA                 Defense Intelligence Agency

 

DISN              Defense Information System Network

 

DOD               Department of Defense

 

DODI              Department of Defense Instruction

 

DSS                 Defense Security Service

 

DVS                DISN Video Services

 

ECMRA          Enterprise-wide Contractor Manpower Reporting Application

 

EISM              Essentials of Industrial Security Management

 

EPSQ              Electronic Personnel Security Questionnaire

 

EQIP               Electronic Questionnaire for Investigation Processing (to replace EPSQ)

 

FY                   Fiscal Year
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IAW                In Accordance With

 

JPAS               Joint Personnel Adjudication System

 

JS                    Joint Staff

 

JSM                 Joint Staff Manual

 

JIAMDO         Joint Integrated Air and Missile Defense Organization

 

JWICS            Joint Worldwide Intelligence Communications System

 

LAN                Local Area Network

 

MAJCOM       Major Command

 

MDA               Missile Defense Agency

 

MPR                Monthly Progress Report

 

NATO             North Atlantic Treaty Organization

 

NCR                National Capital Region

 

NISP               National Industrial Security Program
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NISPOM         National Industrial Security Program Operating Manual

 

NT                   New Technology (Microsoft Windows Operating System Software)

 

OCIO              Office of Chief Information Officer

 

OPM               Office of Personnel Management

 

PC                   Personal Computer

 

PFPA              Pentagon Force Protection Agency

 

PIC                  Personnel Identification Code

 

PIF                        Personnel Information File

 

PIN                 Personnel Identification Number

 

PR                   Periodic Reinvestigation

 

PWS                Performance Work Statement

 

SCI                  Sensitive Compartmented Information

 

SF                    Standard Form

 

SIMS               Security Information Management System
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SM                        Security Manager

 

SOP                 Standard Operating Procedure

 

SOW               Statement of Work

 

SPS                 Security Police Squadron

 

SSBI               Single Scope Background Investigation

 

VAR               Visitor Authorization Requests

 

VCC                Visitor Control Center

 

VR                        Visitor Request

 

VTC                Video Teleconference

 

XP                   Experience (Microsoft Windows Operating System Software)

 

 

IHEODTD 17 - PERSONNEL QUALIFICATIONS (MINIMUM) NAVSEA/NSWC
IHEODTD (OCT 2013)

 

(a) Personnel assigned to or utilized by the Contractor in the performance of this contract shall,
as a minimum, meet the experience, educational, or other background requirements set forth
below and shall be fully capable of performing in an efficient, reliable, and professional manner. If
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the offeror does not identify the labor categories listed below by the same specific title, then a
cross-reference list should be provided in the offeror's proposal identifying the difference.

 

(b) The Government will review resumes of Contractor personnel proposed to be assigned, and if
personnel not currently in the employ of Contractor, a written agreement from the potential
employee to work will be part of the technical proposal.

 

(c) If the Ordering Officer questions the qualifications or competence of any person performing
under the contract, the burden of proof to sustain that the person is qualified as  prescribed
herein shall be upon the Contractor.

 

(d) The Contractor must have the personnel, organization, and administrative control necessary
to ensure that the services performed meet all requirements specified in delivery orders. The
work history of each Contractor employee shall contain experience directly related to the tasks
and functions to be assigned. The Ordering Officer reserves the right to determine if a given work
history contains necessary and sufficiently detailed, related experience to reasonably ensure the
ability for effective and efficient performance.

 

1.0 Key Personnel Requirements

The key labor descriptions and qualifications are as follows:

Senior Security Specialist

 

Job Description.  The Senior Security Specialist will direct material control, handling,
processing, and storage of classified material.  They will administer and execute existing guidelines
for controlling, handling, processing and storing of classified material.  They will certify
adherence to all required guidelines through internal inspections, reviews, and verifications of all
required procedures.  Where shortfalls or inadequacies are identified the Senior Security Specialist
will develop corrective actions and implement those actions upon approval and authorization by
the Security Manager/ Assistant Security Manager (SM/ASM).  Review and process DD Forms
254, DoD Contract Security Classification Specification, for coordination with external agencies. 
Provide escort for visitors, as required.  Conduct weekly document destruction.  Accomplish
document control via Security Information Management System (SIMS) or a similar information
management database.  Fill in as needed to man Visitor Control Center (VCC) when required.
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Required Education.  Bachelor of Science (or higher), from an accredited institution, in security,
security management/information or a related discipline; or an Associate Degree with at least five
(5) years of experience as a Security Manager; or no degree with at least ten (10) years experience
as a Security Manager.

 

Required Experience.  The candidate shall have five (5) years hands-on experience in support
of DOD security administration.  Two of the five (5) years must have been as the Project Lead
Security Specialist associated with a DoD security program.  A minimum of three (3) years must
have been worked as a supervisor of security personnel.  The candidate shall have experience
with execution of National Industrial Security Program Operating Manual (NISPOM), DoD
Overprint to NISPOM and DoD 5200.1-R.  The candidate shall have a minimum of two (2)
years working with military, government, and government contractor personnel.   The candidate
shall be familiar with Industrial Security on behalf of the government, and with Communications
Security (COMSEC) procedures outlined in Air Force Instruction 33-201 and have successfully
completed a COMSEC user functional review in the past 24 months.  In the past 24 months,
underwent a Local Information Protection Management Evaluation (LIPME) conducted in
accordance with Department of Defense regulations and Air Force Instruction and supplements
for Information, personnel, and Industrial Security Program Management (or other Service
equivalent). Experience with the risk management process to include, in the past 24 months,
completing a criticality assessment to determine criticality of assets and identify vulnerabilities of
facilities, programs, and systems to terrorist attack. Satisfactory completion the following
Defense Security Service (DSS) courses:

·          Basic Industrial Security for User Agency Personnel Independent Study.

·          Essentials of Industrial Security Management (EISM) Independent Study.

·          Basic Information Security Independent Study.

·          Marking Classified Information.

·          Protecting SECRET and CONFIDENTIAL Documents Independent Study.

 

2.0  Non-Key Personnel

The non-key labor descriptions and qualifications are as follows:

Junior Security Specialist 

Job Description.  The Junior Security Specialist will carry out established procedures for
classified material handling, control, processing, and storage procedures.  They will assist the
Senior Security Specialist in implementing overall security procedures throughout the assigned
facility, administering security briefing/debriefings, processing personnel forms for submission to
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the SM/ASM, and external agencies.  They will also review programmatic correspondence from a
security viewpoint to include proper marking procedures, correct classification, etc.  Conduct
weekly document destruction. Provide escort for visitors as required.  Document control via
SIMS or a similar information management database.  Fill in as needed to man VCC when
required.

 

Required Education.  Associate Degree (or higher), from an accredited institution in security,
security management/information, or related discipline or no degree with at least two (2) years
experience in the field of security.

 

Required Experience.  The candidate shall have at least two (2) years experience in security
administration and oversight of DOD programs. The candidate shall have a minimum of two (2)
years working with military, government, and government contractor personnel.  The candidate
shall have knowledge of basic computer skills and knowledge of applications contained in current
Microsoft Office software, and working knowledge of JPAS, EPSQ, SIMS or equivalent security
management software database. Satisfactory completion the following DSS courses:

·          Basic Information Security Independent Study.

·          Marking Classified Information.

·          Protecting SECRET and CONFIDENTIAL Documents Independent Study.

 

Program Manager

 

Job Description.  The Program Manager is the primary point of contact between COR and
contractor for all issues including personnel, quality, corrective action, and funding, providing all
status reports and other deliverables as described.

 

Required Education and Experience.  The candidate shall have a Bachelor’s degree in business
or related field with at least five years of experience as Program Manager overseeing contracts for
personnel, cost, schedule, Government property, contractor facilities, and security.  Additional
credentials such as Master’s degree in stated fields, Project Management Professional (PMP)
certification, etc., desirable.
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SECTION D PACKAGING AND MARKING

All Deliverables shall be packaged and marked IAW Best Commercial Practice.
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SECTION E INSPECTION AND ACCEPTANCE

INSPECTION AND ACCEPTANCE IS AT DESTINATION.
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SECTION F DELIVERABLES OR PERFORMANCE

The periods of performance for the following Items are as follows:

   

7000 6/23/2014 - 6/22/2015

9000 6/23/2014 - 6/22/2015

CLIN - DELIVERIES OR PERFORMANCE

The estimated period of performance shall be for one base period of 12 months plus two 12 month option periods.

The periods of performance for the following Items are as follows:

   

7000 6/23/2014 - 6/22/2015

9000 6/23/2014 - 6/22/2015

The periods of performance for the following Option Items are as follows:

   

7001 6/23/2015 - 6/22/2016

7002 6/23/2016 - 6/22/2017

9001 6/23/2015 - 6/22/2016

9002 6/23/2016 - 6/22/2017

CLIN 7999 is the "not separately priced CLIN" for data that is valid all three years of the contract (Contract Data
Requirement List, CDRL).

Place of Performance
Services to be performed hereunder will be provided at Joint Integrated Air and Missle Defense Organization
(JIAMDO).  1235 South Clark Street, Crystal Gateway 1 Suite 1000, Arlington, VA 22202 (a U.S.
Government facility)  
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SECTION G CONTRACT ADMINISTRATION DATA

1.0  Hours of Operations

Security availability for ten (10) hours each day (0700 to 1700).  Primary operating hours for the JIAMDO Security
Office are 0700 to 1700 Monday through Friday, excluding Federal holidays.  The contractor may be required to
provide, as necessary, services and technical expertise during other than normal hours of operation, which may
include weekend, holidays, and at other times specified by the Government.  Overtime shall be authorized by the
Government to compensate the contractor for work accomplished that exceeds the aforementioned periods, and for
Government required additional support beyond normal duty hours, e.g., escort or package preparation.  Support
may run sequentially or concurrently, day or night, extended workday, weekend, shift, or in any combination. 

1.0.1        Weekend Coverage  

The contractor shall be on call during the weekend and holiday periods, and will provide the COR, Support
Division Chief, and SM/ASM contact information to allow execution of such a recall should it become necessary.

1.0.2        Overtime

If the Contractor determines, after issuance of a Task Order, that overtime expenses shall be necessary for completion
of the work in an effective and efficient manner, the Contractor's written request to incur either premium or additional
non-premium overtime expenses shall consist of a formal note or email message from the Contractor's Program
Manager to the COR.  The Contractor's written request shall indicate, at a minimum:

* The specific Work involved;
* The specific personnel and number of hours involved (by name, by labor category, with attendant hours);
* The specific time frame during which the overtime is proposed to be incurred;
* Whether premium or non-premium overtime is being contemplated/proposed;
* A justification for the proposed overtime; and
* An impact assessment, which addresses the potential ramifications in the event that the Contractor's overtime
request, is not approved by the Government.

1.0.3        Performance of Services During Crisis Declared by the National Command Authority or Overseas
Combatant Commander 

The services in this contract are determined to be essential for performance during crisis according to DOD
Instruction (DODI) 3020.37, Continuation of Essential DOD Contractor Services During Crisis.

1.0.4    Performance of Services During Extended Absence of a Contractor Employee

When the Senior or Junior Security Specialist will be absent from work for a period of over 15 continuous
workdays, the contractor shall provide a fully qualified replacement on a full-time basis until the primary contracted
employee returns to work.  The replacement should meet all qualifications required of the absentee, be proficient
with the computer software required for this position, and it is highly desired that the replacement have all computer
accesses prior to reporting for duty.  This requirement applies to both planned absences, such as for vacation, or for
unplanned absences, such as illness.  For planned absences, the replacement should report to work, fully qualified
with all required accesses, the first day of absence of the person being replaced so there is no break in service
provided.  For unplanned absences, the replacement should report as soon as able so as to minimize service breaks. 
The COR and Program Manager will determine what constitutes a reasonable break during unplanned absences.

IHEODTD 114 - CONTRACTING OFFICER'S REPRESENTATIVE (COR) (NAVSEA/NSWC

IHEODTD)  (OCT 2013)

(a)  The COR for this contract is:

 Name:  TSGT Jervonda Turner                                                            
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Mailing Address:  
Joint Integrated Air and Missile Defense Organization (JIAMDO)
1235 South Clark Street, Crystal Gateway 1 Suite 1000
Arlington, VA,
22202.                                                                                                                                                  
                     

Telephone No.:  703-602-5289

Email:       Jervonda.l.turner.mil@mail.mil

(b)  The COR will act as the Contracting Officer's representative for technical matters, providing technical direction
and discussion, as necessary, with respect to the specification or statement of work, and monitoring the progress and
quality of contractor performance.  The COR is not an  Administrative Contracting Officer and does not have
authority to direct the accomplishment of effort which is beyond the scope of the statement of work in the contract
(or delivery order).

(c)  When, in the opinion of the contractor, the COR requests effort outside the existing scope of the contract (or
delivery order), the contractor shall promptly notify the contracting officer (or ordering officer) in writing.  No action 
shall be taken by the contractor under such direction until the contracting officer has issued a modification to the
contract (or in the case of a delivery order, until the ordering officer has issued a modification to the delivery order);
or until the issue has been otherwise resolved.

(d)  In the event that the COR named above is absent due to leave, illness or official business, all responsibility and
functions assigned to the COR will be the responsibility of the alternate COR.

 

IHEODTD 76 - NAVAL SURFACE WARFARE CENTER INDIAN HEAD EXPLOSIVE ORDNANCE DISPOSAL
TECHNOLOGY DIVISION  (NSWC IHEODTD), NAVAL SEA SYSTEMS COMMAND, HOURS OF OPERATION AND

HOLIDAY SCHEDULE (NAVSEA/NSWC IHEODTD) (DEC  2013)

 

1.  The policy of this station is to schedule periods of reduced operations or shutdown during holiday periods. 
Deliveries will not be accepted on Saturdays, Sundays or Holidays except as specifically requested by the NAVSEA,
Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology Division.  All goods or
services attempted to be delivered on a Saturday, Sunday or Holiday without specific instructions from the
Contracting Officer or his duly appointed representative will be returned to the contractor at his expense with no cost
or liability to the U.S. Government.

 

2.  The scheduled holidays for NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal
Technology Division, are:

 

HOLIDAYS*

 

                                                                                New Year's Day                                  

                                                                                Martin Luther King's Birthday                         

                                                                                President's Day                                    
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                                                                                Memorial Day                                     

                                                                                Independence Day                                             

                                                                                Labor Day                                             

                                                                                Columbus Day                                      

                                                                                Veteran's Day                      

                                                                                Thanksgiving Day                                                

                                                                                Christmas Day                                    

                                   

*   If the actual date falls on a Saturday, the holiday will be observed the preceding Friday.  If the holiday falls on a
Sunday, the observance shall be on the following Monday. 

 

For a specific calendar year, the actual date of observance for each of the above holidays may be obtained from the
OPM website at OPM.GOV or by using the following direct link: http://www.opm.gov/fedhol/index.asp.

            

3.   The hours of operation for the Contracts Department and Receiving Branch are as follows:

 

                      AREA                                               FROM                   TO

 

NORTH CAMPUS (Maryland):

 Contracts Office (BLDG. 1558)                      7:30 A.M.               4:00 P.M.

 

 Receiving Office (BLDG. 116)                         7:30 A.M.              11:30 A.M.

                                                                                12:30 P.M.            3:30 P.M.

 

SOUTH CAMPUS (Maryland):

 Contracts Office (BLDG. 2008)                      7:30 A.M.              4:00 P.M.

 

 Receiving Office (BLDG. 2195)                      7:30 A.M.              3:30 A.M.

 

PICATINNY CAMPUS (New Jersey):
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 Contracts Office (BLDG. 61N)                        7:30 A.M.              4:00 P.M.

 

 Receiving Office (BLDG. 3355)                      7:00 A.M.              3:30 A.M.

 

 If you intend to visit the Contracts Office, it is advised that you call for an appointment at least 24 hours in
advance.

 

4.  NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology Division is a
tenant of the Naval Support Activity South Potomac (NSASP) at Indian Head.  Access to the NSASP at Indian
Head Explosive Ordnance Disposal Technology Division shall be in accordance with NAVSEA, Naval Surface
Warfare Center Indian Head Explosive Ordnance Disposal Technology Division Command Security Policy
requirements.

 

Routine Physical Contractor Access to a Federally-controlled Activity

 

4.1    Activity Regulations

All contractor personnel employed on the Activity shall become familiar with and obey all Activity regulations
including but are not limited to installation access control policy, safety, traffic and security regulations.  The
contractor in the performance of work requirements must comply with these regulations.

 

 

4.2    Personally  Identifiable Information (PII)

 

Personally Identifiable Information is information that can be used to distinguish or trace someone’s identity.  It
includes information such as name, social security number, date and place of birth, mother’s maiden name, and
biometric records, including any other personnel information which is linked to an individual.  When submitting
any of this information in electronic communication methods ensure the subject line indicates “For Official Use
Only (FOUO) Privacy Sensitive”.  Contractor’s who work with records that contain the aforementioned sensitive
information are responsible for protection of PII.  Failure to safeguard PII can result in identity theft as well as can
result in criminal penalties against the individual and civil penalties against the agency.  In order to protect PII, all
documentation utilized by Naval Support Activity South Potomac (NSASP) for vetting and determining the fitness
of individual requesting and/or requiring access to NSASP installations will be destroyed.

 

4.3    Citizenship
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Individuals working on this contract must be U.S. citizens, immigrant/resident aliens who hold a current resident
alien card with a photo; either the I-551 with a photo and without an expiration date or who hold the new type I-766
Employment Authorization Card (with magnetic strip, photo, hologram) issued by Homeland Security in their
possession in order to enter the installation.  As is the case with anyone allowed access to the installation, these
individuals must also have a current driver’s license or state issued identification card.

 

Resident aliens or those with a Homeland Security I-766 may work in the general or restricted areas but cannot enter
or work inside technical buildings unless authorized by the cognizant command.

 

Those with any other type of work permit, resident cards with expiration dates, visas, etc. will not be granted
access.

 

4.4    Expected Visitor

 

Submission of personal information is required for the purpose of vetting individuals to ensure fitness for access to
military installations, to include criminal record and sex offender registry status.  In accordance with the Office of the
Chief of Naval Operations (OPNAV), OPNAVINST 1752.3 dated 27 May 2009 sex offenders are prohibited from
accessing Navy facilities.  Information obtained will be destroyed once verified.  Non-compliance in providing
personal information will result in denial of access.

 

An expected visitor must identify the Company Name along with address, Date of the Visit, Visitor Name (first
name, middle initial and last name), Social Security Number (SSN), Date of Birth, Citizenship, Drivers License or
State issued ID (State issued, photo ID number and expiration date), Building Number Visiting, Point of Contact
and Telephone number not later than five working days before the required visit to the Contracting Officer
Representative (COR).

 

Prior to granting access, the aforementioned expected visitor information is required to be submitted to the COR. 

 

On the day of the arrival, the person must bring their photo identification, vehicle registration and proof of insurance
card.  All visitors must stop at the Activity pass office for clearance.

 

4.5    Recurring Vendors, Contractors, Suppliers and Other Service Providers

 

NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology Division has
implemented RAPIDGate for non-common access card (CAC) vendors, contractors, and suppliers program in
accordance with Commander, Navy Installations Command (CNIC) Notice 5530 dated 12 July 2010.  It is strongly
encouraged that all non-CAC holders who require base access enroll into the RAPIDGate program.  RAPIDGate
provides a standardized background check, identification credential, biometric capabilities and entry procedures that
will enhance security while significantly expediting access.  RAPIDGate credential will be issued and base access
granted once the enrollee passes vetting and National background checks conducted by RAPIDGate systems
maintained by the installation.  The RAPIDGate credential will be the only means for long term installation access. 
After 1 June 2011, NSASP will only issue one day Temporary Paper Passes and all previously issued passes will
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expire.  Participants in the RAPIDGate program will have streamlined access to the installation which will reduce
time and costs to companies desiring to conduct business on NSASP installations.  The following RAPIDGate
Program Enrollment Information is provided:

 

4.5.1           Enrollment in RAPIDGate

 

Enroll your company by calling 1-877-RAPIDGate (1-877-727-4342).  A customer service representative       will
give you all the necessary information regarding the program and send you the necessary enrollment forms.  You
will need to provide your installation name (NSA South Potomac) and sponsor point of contact or (COR),
including a name, phone number and e-mail address.  NSASP must authorize your request to participate in the
RAPIDGate Program.  The minimum elapsed time from company enrollment to an employee receiving RAPIDGate
credential is approximately two weeks.

 

4.5.2           Current RAPIDGate Enrollment

 

If your company is already enrolled in the RAPIDGate Program at another installation, you may request access to
this installation by calling the aforementioned number.  Once your company is approved by NSASP your
employees who already hold RAPIDGate credentials will be able to use the same credentials at our installation.

 

4.5.3           Approved RAPIDGate Enrollment

 

Once your company has been approved for enrollment and paid the enrollment fee, instruct your employees to
register at the self service registration located at the NAVSEA, Naval Surface Warfare Center Indian Head Explosive
Ordnance Disposal Technology Division Pass and ID Office at Indian Head Explosive Ordnance Disposal
Technology Division.  Each employee should be ready to provide your company’s RAPIDGate company code, his
or her address, phone number, date of birth, and social security number.  The registration station will capture the
employee’s photograph for badging and fingerprints for identity verification.

 

4.5.4           Assisted RAPIDGate registrations

 

Assisted registration at your company’s location may be available if you have 50 or more employees to register. 
Contact RAPIDGate for details at 1-877-RAPIDGate.

 

4.5.5           RAPIDGate Background Screening and Credentialing

 

RAPIDGate program performs background screening and credentialing.  Upon the company approving an employee
participation and paid the registration fee, the RAPIDGate Program performs identity authentication and background
screening.  Your company will be notified when qualified employees may pick up their personalized RAPIDGate
credentials at the NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology
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Division Pass and ID Office.  To retrieve the credential, the employee must show proof of identity by presenting one
form of identification from List A or two forms of identification from List B.

 

4.5.6           Forms of Acceptable Identification for picking up credentials:

 

List A – One Required

·         U.S. Passport (current not expired)

·         Permanent Resident Card or Alien Registration Receipt Card (Form I-551)

·         Unexpired foreign passport, with I-551 stamp or attached Form I-94 indicating unexpired employment
authorization

·         Unexpired Employment Authorization Document that contains a photograph (Form I-766, I-688, I-688A,
I-688B)

 

List B – Two Required

·         Drivers license or ID card issued by a state

·         ID Card issued by federal, state or local government agencies or entities

·         School ID card with a photograph

·         Voter’s registration card

·         U.S. Military card or draft card

·         Military Dependent’s ID Card

·         U.S. Coast Guard Merchant Mariner Card

·         Native American Tribal document

·         Driver’s license issued by a Canadian Government Authority

·         U.S. Social Security card issued by the Social Security Administration

·         Certification of Birth Abroad issued by the Department of Sate (Form FS-545 or Form DS-1350)

·         Original or certified copy of a birth certificate issued by a state, county, municipal authority or outlying
possession of the United States bearing an official seal

·         U.S. Citizen ID Card (Form I-197)

·         ID Card for use of Resident Citizen in the United States (Form I-179)

·         Unexpired employment authorization document issued by DHS (other than those listed under List A)

 

4.5.6.7  RAPIDGate entry
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After activating the RAPIDGate credentials, employees present them to the officer at the entry control point to
request entry to NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology
Division.  Participants must wear and display their credential at all times while on the installation.  Questions
about the RAPIDGate program shall be addressed to info@rapidgate.com with the subject line RE: RAPIDGate
Program.

 

4.6    Activity Identification Badges

 

Contractors that require routine access to the installation shall obtain an identification badge accordance with Naval
Support Activity South Potomac installation access control procedures.

 

Contractor employees shall submit an application for badge requests to the COR by providing their personal
information such as Company Name and Address, Name (last name, first name and middle initial), SSN, Date of
Birth, Citizenship, Drivers License or State issued ID (State issued, photo ID number and expiration date).      Any
lost or stolen badges shall immediately be reported to the COR along with the Security Office.

 

4.7    Badge Returns

 

Notify the Physical Security Office and the COR of all terminations of employees to ensure access levels are removed
and all badges issued to the person by the Activity are returned.

 

4.8    Installation Traffic and Parking Regulations

 

All contractors at NSASP are subject to federal law, DoD, DoN, Navy Installation Command (CNIC), Navy District
Washington (NDW), and NSASP regulations, policies and appropriate supported command instructions.  All
provisions of Virginia and Maryland vehicle codes apply unless one of the aforementioned regulations or policies is
more restrictive.

 

Contractors must comply with NSASP Instruction 5560.1 dated 26 February 2009 for traffic control, parking control
and traffic court at the Naval Support Activity, South Potomac installations for  NAVSEA, Naval Surface Warfare
Center Indian Head Explosive Ordnance Disposal Technology Division This aforementioned instruction is located
on the internet website,  http://dahlgrensharks.com
/NSASPINST%205560.1%20Installation%20Traffic%20&%20Parking%20Regulations.pdf .  Any violations of the
instruction, Navy or DoD regulation or policy, or state or federal laws may result in a wide range of penalties. 
These may include but are not limited to:  criminal charges, civil charges, vehicle towing, vehicle impoundment at
owner’s expense, and/or other administrative or legal action up to and including removal of vehicle or individuals
from the confines of NSASP installations.

 

Privately owned vehicles that operate on the Activity must comply with state inspection requirements of the state in
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which the vehicle is registered.

 

Regardless of status, all vehicles and personnel entering and exiting the Activity shall be subject to searches to
ensure the overall readiness of the Activity.

 

All drivers entering shall possess a valid driver’s license, issued by competent authority, on their person when
operating a motor vehicle.  In addition, all vehicles shall have a current registration, license plates, and proof of
insurance.

 

All personnel onboard the Activity are subject to federal law, DoD, DoN, Navy Installation Command (CNIC),
Navy District Washington (NDW),  NSASP regulations and State laws, policies and appropriate supported
commands instructions in support of the mission.

 

4.9    Smoking Policy

 

Smoking is prohibited within and outside of all buildings on the installation activity except in designated areas. 
Discarding tobacco materials other than into designated tobacco receptacles is considered littering and is subject to
fines.  Matches or lighters and other spark/flame producing devices are prohibited in the Activity restricted area. 
Only installed electric lighters shall be allowed in designated smoking areas.  A vehicle is not a designated smoking
area.

 

4.10 Hand Held Cellular Devices and Earpieces

 

All vehicle operators onboard the Activity shall not use cell phones unless the vehicle is safely parked or
unless they are using a hands free device.  Use of cellular phones, CB radios, walkie-talkies, and other
portable radio transmitters is prohibited in the restricted areas beyond NSASP NAVSEA, Naval Surface
Warfare Center Indian Head Explosive Ordnance Disposal Technology Division unless approved by the
hazards of electromagnetic radiation to ordnance (HERO) program manager.

a.

Restrictions on Electronic Devices – In accordance with NAVSEA Instruction 5510.2C dated 7 August
2012 entitled “NAVSEA Access and Movement Control” designates that any device or equipment capable of
recording, transmitting, or exporting photographic images or audible information of any kind is strictly
prohibited within all NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal

Technology Division buildings and detachments.

b.

 

4.11  Photographic Equipment

 

Photographic equipment of any kind is prohibited within the restricted area unless a camera permit is approved by
their command and issued by the Activity Pass and ID.
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4.12      Early Dismissal and Closure of  NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance
Disposal Technology Division Facilities

 

When a Government facility is closed and/or early dismissal of Federal employees is directed due to severe weather,
a security threat, or a facility related problem that prevents personnel from working, on-site contractor personnel
regularly assigned to work at that facility shall follow the same reporting and/or departure directions given to
Government personnel.  The contractor shall not direct charge to the contract for time off, but shall follow parent
company policies regarding taking leave (administrative or other).  Non-essential contractor personnel, who are not
required to remain at or report to the facility, shall follow their parent company policy regarding whether they shall
go/stay home or report to another company facility.  Subsequent to an early dismissal and during periods of
inclement weather, on-site contractors shall monitor radio and television announcements before departing for work to
determine if the facility is closed or operating on a delayed arrival basis.

 

External local media (television and radio) will be used to communicate the working status for employees of
NAVSEA, Naval Surface Warfare Center Indian Head Explosive Ordnance Disposal Technology Division for
inclement weather.  Ensure to look/listen for the notifications specific to NAVSEA, Naval Surface Warfare Center
Indian Head Explosive Ordnance Disposal Technology Division.

 

Television Stations:                                                       Radio Stations:

WRC-TV – Channel 4                                                    WTOP – 103.5 FM (http://ww.wtop.com/?nid=667)

Fox – Channel 5                                                             WSMD – 98.3 FM

ABC News – Channels 7 and 8

WUSA – Channel 9

WJZ-TV – Channel 13 (CBS – Baltimore)

 

When Federal employees are excused from work due to a holiday or a special event (that is unrelated to severe
weather, a security threat or a facility related problem), on site contractors will continue working established work
hours off site as permitted by parent company policy or take leave in accordance with parent company policy.  Those
contractors who take leave shall not direct charge the nonworking hours to the contract or task order.

 

Non-essential contractor personnel are not permitted to remain or work at a Government facility when the facility is
closed to Federal employees and/or early dismissal of Federal employees.

 

Contractors are responsible for predetermining and disclosing their charging practices for early dismissal, delayed
openings, or closing in accordance with FAR, applicable cost accounting standards, and company policy. 
Contractors shall follow their disclosed charging practices during the contract or task order period of performance,
and shall not follow any verbal directions to the contrary.  The Contracting Officer will make the determination of
cost allowability for time lost due to facility closure in accordance with FAR, applicable Cost Accounting
Standards, and the Contractor’s established accounting policy.
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252.232-7006 WIDE AREA WORKFLOW PAYMENT INSTRUCTIONS (MAY 2013)

 

(a) Definitions. As used in this clause--

 

Department of Defense Activity Address Code (DoDAAC) is a six position code that uniquely identifies a unit,
activity, or organization.

   

Document type means the type of payment request or receiving report available for creation in Wide Area WorkFlow
(WAWF).

   

Local processing office (LPO) is the office responsible for payment certification when payment certification is done
external to the entitlement system.

   

(b) Electronic invoicing. The WAWF system is the method to electronically process vendor payment requests and
receiving reports, as authorized by DFARS 252.232-7003, Electronic Submission

of Payment Requests and Receiving Reports.

   

(c) WAWF access. To access WAWF, the Contractor shall--

   

(1) Have a designated electronic business point of contact in the System for Award Management at
https://www.acquisition.gov; and

   

(2) Be registered to use WAWF at https://wawf.eb.mil/ following the step-by-step procedures for self-registration
available at this Web site.

   

(d) WAWF training. The Contractor should follow the training instructions of the WAWF Web-Based Training
Course and use the Practice Training Site before submitting payment requests through

WAWF. Both can be accessed by selecting the “Web Based Training” link on the WAWF home page at
https://wawf.eb.mil/.

   

(e) WAWF methods of document submission. Document submissions may be via Web entry, Electronic Data
Interchange, or File Transfer Protocol.
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(f) WAWF payment instructions. The Contractor must use the following information when submitting payment
requests and receiving reports in WAWF for this contract/order:

   

(1) Document type. The Contractor shall use the following document type(s).

 

Cost Voucher

 

 (2) Inspection/acceptance location. The Contractor shall select the following inspection/acceptance location(s) in
WAWF, as specified by the contracting officer.

 

Destination

                                                

(3) Document routing. The Contractor shall use the information in the Routing Data Table below only to fill in
applicable fields in WAWF when creating payment requests and receiving reports in the

system.

 

Routing Data Table*

--------------------------------------------------------------------------------------------

Field Name in WAWF                                         Data to be entered in WAWF

--------------------------------------------------------------------------------------------

Pay Official DoDAAC                                        HQ0338

Issue By DoDAAC                                              N00174

Admin DoDAAC                                                 S2404A

Inspect By DoDAAC                                          N/A

Ship To Code                                                       N/A

Ship From Code                                                   N/A

Mark For Code                                                    N/A

Service Approver (DoDAAC)                            S2404A

Service Acceptor (DoDAAC)                             N/A

Accept at Other DoDAAC                                 Destination

LPO DoDAAC                                                      N/A
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DCAA Auditor DoDAAC                                   HAA722

Other DoDAAC(s)                                               N/A

--------------------------------------------------------------------------------------------

   

(4) Payment request and supporting documentation. The Contractor shall ensure a payment request includes
appropriate contract line item and subline item descriptions of the work performed or supplies delivered, unit
price/cost per unit, fee (if applicable), and all relevant back-up documentation, as defined in DFARS Appendix F,
(e.g. timesheets) in support of each payment request.

   

(5) WAWF email notifications. The Contractor shall enter the email address identified below in the “Send
Additional Email Notifications” field of WAWF once a document is submitted in the system.

Jervonda.l.turner.mil@mail.mil

(g) WAWF point of contact. (1) The Contractor may obtain clarification regarding invoicing in WAWF from the
following contracting activity's WAWF point of contact.

CCL-EC-NAVY-WAWF-Helpdesk@dfas.mil

800-756-4571 opt 6

(2) For technical WAWF help, contact the WAWF helpdesk at 866-618-5988.

(End of clause)

SPECIAL PAYMENT INSTRUCTIONS:

DFARS PGI 204.7108(d)(12).  Payment clause 252.204-0001 LINE ITEM SPECIFIC: SINGLE FUNDING.
(SEP 2009)  

In accordance with DFARS PGI 204.7108(d)(12); CLINs under this task order have multiple funds from
multiple customers, each customer is assigned a specific task and the funds need to be disbursed as the task
is accomplished. The PGI clauses will not provide proper payment so therefore use 012 and pay from
ACRN cited on the invoice. Government will advise contractor on which ACRNS to cite on each invoice.
 

IHEODTD 86 - SECURITY BADGES AND ON-SITE CONTRACTOR PERSONNEL (NAVSEA/NSWC
IHEODTD)  (OCT 2013)

Security badges will be issued by the Government only to those contractor personnel who require access to
NAVSEA, Naval Surface Warfare Center, Indian Head Explosive Ordnance Disposal Technology Division
(NAVSEA, NSWC IHEODTD), Naval Support Activity South Potomac (NSASP) in connection with work to be
performed under this contract.  Approval for such issuance may only be granted by the COTR, Ordering or
Contracting Officer.  As contained in the DON Homeland Security Presidential Directive-12 (HSPD-12) dated 22
December 2011 policy, a National Agency Check with Inquiries (NACI) investigation with a favorable fingerprint
result are the basis for the issuance of a Common Access Card (CAC).  However, the Commanding Officer is the
final adjudicating official for CAC issuance and will be based on OPM Final Credentialing Standards for Issuing
Personal Identity Verification Cards under HSPD-12.  The command, during the adjudication, has the flexibility to
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apply the supplemental credentialing standards delineated in OPM Final Credentialing Standards for Issuing
Personal Identity Verification Cards, in addition to the six basic standards if information is developed during the
credentialing process that may present an unacceptable risk to the life, safety, or health of employees, contractors,
vendors or visitors.

The Contractor shall maintain a register of employees currently authorized access to NAVSEA, NSWC IHEODTD,
NSASP.  This does not include badges temporarily authorized for contractor visitors to NAVSEA, NSWC
IHEODTD, NSASP.  Furthermore, the contractor shall maintain a current register of contractor personnel with full
or part-time work or office space located on board the Naval Support Activity South Potomac.  This register will be
made available upon request of the Contracting Officer.  The contractor shall follow station security procedures in
this regard.

TASK ORDER POINTS OF CONTACT 

The following contacts are provided for this contract:

Contract Administrator:  Christy Mitchell
Phone Number:  301-744-6637

Email:    Christy.Mitchell@navy.mil

 Payments/Invoicing:         NAVSEA.NSWC.IHEODTDVendorPay@navy.mil
Phone Number:                                        (301) 744-6998

              
Contracting Officer’s Representative:     Jervonda Turner
Phone Number:  703-602-5289

Any concerns regarding your task order, should be directed to the above mentioned personnel, or the Ordering Officer

Christine.Owens@navy.mil or (301) 744-6556.

252.227-7013  RIGHTS IN TECHNICAL DATA--NONCOMMERCIAL ITEMS (FEB 2014)

 

(a) Definitions. As used in this clause--

 

(1) Computer data base means a collection of data recorded in a form capable of being processed by a computer. The
term does not include computer software.

 

(2) Computer program means a set of instructions, rules, or routines recorded in a form that is capable of causing a
computer to perform a specific operation or series of operations.

 

(3) Computer software means computer programs, source code, source code listings, object code listings, design
details, algorithms, processes, flow charts, formulae and related material that would enable the software to be
reproduced, recreated, or recompiled. Computer software does not include computer data bases or computer software
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documentation.

 

(4) Computer software documentation means owner's manuals, user's manuals, installation instructions, operating
instructions, and other similar items, regardless of storage medium, that explain the capabilities of the computer
software or provide instructions for using the software.

 

(5) Covered Government support contractor means a contractor (other than a litigation support contractor covered by
252.204-7014) under a contract, the primary purpose of which is to furnish independent and impartial advice or
technical assistance directly to the Government in support of the Government's management and oversight of a
program or effort (rather than to directly furnish an end item or service to accomplish a program or effort), provided
that the contractor--

   

(i) Is not affiliated with the prime contractor or a first-tier subcontractor on the program or effort, or with any direct
competitor of such prime contractor or any such first-tier subcontractor in furnishing end items or services of the type
developed or produced on the program or effort; and

   

(ii) Receives access to technical data or computer software for performance of a Government contract that contains the
clause at 252.227-7025, Limitations on the Use or Disclosure of Government-Furnished Information Marked with
Restrictive Legends.

 

(6) Detailed manufacturing or process data means technical data that describe the steps, sequences, and conditions of
manufacturing, processing or assembly used by the manufacturer to produce an item or component or to perform a
process.

 

(7) Developed means that an item, component, or process exists and is workable. Thus, the item or component
must have been constructed or the process practiced. Workability is generally established when the item,
component, or process has been analyzed or tested sufficiently to demonstrate to reasonable people skilled in the
applicable art that there is a high probability that it will operate as intended. Whether, how much, and what type of
analysis or testing is required to establish workability depends on the nature of the item, component, or process, and
the state of the art. To be considered "developed," the item, component, or process need not be at the stage where it
could be offered for sale or sold on the commercial market, nor must the item, component, or process be actually
reduced to practice within the meaning of Title 35 of the United States Code.

 

(8) Developed exclusively at private expense means development was accomplished entirely with costs charged to
indirect cost pools, costs not allocated to a government contract, or any combination thereof.

 

(i) Private expense determinations should be made at the lowest practicable level.

 

(ii) Under fixed-price contracts, when total costs are greater than the firm-fixed-price or ceiling price of the contract,
the additional development costs necessary to complete development shall not be considered when determining
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whether development was at government, private, or mixed expense.

 

(9) Developed exclusively with government funds means development was not accomplished exclusively or partially
at private expense. 

 

(10) Developed with mixed funding means development was accomplished partially with costs charged to indirect
cost pools and/or costs not allocated to a government contract, and partially with costs charged directly to a
government contract.

 

(11) Form, fit, and function data means technical data that describes the required overall physical, functional, and
performance characteristics (along with the qualification requirements, if applicable) of an item, component, or
process to the extent necessary to permit identification of physically and functionally interchangeable items.

 

(12) Government purpose means any activity in which the United States Government is a party, including
cooperative agreements with international or multi-national defense organizations, or sales or transfers by the United
States Government to foreign governments or international organizations. Government purposes include competitive
procurement, but do not include the rights to use, modify, reproduce, release, perform, display, or disclose technical
data for commercial purposes or authorize others to do so.

 

(13) Government purpose rights means the rights to--

 

(i) Use, modify, reproduce, release, perform, display, or disclose technical data within the Government without
restriction; and

 

(ii) Release or disclose technical data outside the Government and authorize persons to whom release or disclosure
has been made to use, modify, reproduce, release, perform, display, or disclose that data for United States
government purposes.

 

(14) Limited rights means the rights to use, modify, reproduce, release, perform, display, or disclose technical data,
in whole or in part, within the Government. The Government may not, without the written permission of the party
asserting limited rights, release or disclose the technical data outside the Government, use the technical data for
manufacture, or authorize the technical data to be used by another party, except that the Government may reproduce,
release, or disclose such data or authorize the use or reproduction of the data by persons outside the Government if--

   

(i) The reproduction, release, disclosure, or use is--

   

(A) Necessary for emergency repair and overhaul; or
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(B) A release or disclosure to--

   

(1) A covered Government support contractor in performance of its covered Government support contract for use,
modification, reproduction, performance, display, or release or disclosure to a person authorized to receive limited
rights technical data; or

   

(2) A foreign government, of technical data other than detailed manufacturing or process data, when use of such
databy the foreign government is in the interest of the Government and is required for evaluational or informational
purposes;

   

(ii) The recipient of the technical data is subject to a prohibition on the further reproduction, release, disclosure, or
use of the technical data; and

   

(iii) The contractor or subcontractor asserting the restriction is notified of such reproduction, release, disclosure, or
use.

 

(15) Technical data means recorded information, regardless of the form or method of the recording, of a scientific or
technical nature (including computer software documentation). The term does not include computer software or data
incidental to contract administration, such as financial and/or management information.

 

(16) Unlimited rights means rights to use, modify, reproduce, perform, display, release, or disclose technical data in
whole or in part, in any manner, and for any purpose whatsoever, and to have or authorize others to do so.

 

(b) Rights in technical data. The Contractor grants or shall obtain for the Government the following royalty free,
world-wide, nonexclusive, irrevocable license rights in technical data other than computer software documentation
(see the Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation
clause of this contract for rights in computer software documentation):

 

(1) Unlimited rights.

 

The Government shall have unlimited rights in technical data that are--

 

(i) Data pertaining to an item, component, or process which has been or will be developed exclusively with
Government funds;
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(ii) Studies, analyses, test data, or similar data produced for this contract, when the study, analysis, test, or similar
work was specified as an element of performance;

 

(iii) Created exclusively with Government funds in the performance of a contract that does not require the
development, manufacture, construction, or production of items, components, or processes;

 

(iv) Form, fit, and function data;

 

(v) Necessary for installation, operation, maintenance, or training purposes (other than detailed manufacturing or
process data);

 

(vi) Corrections or changes to technical data furnished to the Contractor by the Government;

 

(vii) Otherwise publicly available or have been released or disclosed by the Contractor or subcontractor without
restrictions on further use, release or disclosure, other than a release or disclosure resulting from the sale, transfer, or
other assignment of interest in the technical data to another party or the sale or transfer of some or all of a business
entity or its assets to another party;

 

(viii) Data in which the Government has obtained unlimited rights under another Government contract or as a result
of negotiations; or 

 

(ix) Data furnished to the Government, under this or any other Government contract or subcontract thereunder, with--

 

(A) Government purpose license rights or limited rights and the restrictive condition(s) has/have expired; or

 

(B) Government purpose rights and the Contractor's exclusive right to use such data for commercial purposes has
expired.

 

(2) Government purpose rights.

 

(i) The Government shall have government purpose rights for a five-year period, or such other period as may be
negotiated, in technical data--

 

(A) That pertain to items, components, or processes developed with mixed funding except when the Government is
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entitled to unlimited rights in such data as provided in paragraphs as provided in paragraphs (b)(1)(ii) and (b)(1)(iv)
through (b)(1)(ix) of this clause; or

 

(B) Created with mixed funding in the performance of a contract that does not require the development, manufacture,
construction, or production of items, components, or processes.

 

(ii) The five-year period, or such other period as may have been negotiated, shall commence upon execution of the
contract, subcontract, letter contract (or similar contractual instrument), contract modification, or option exercise that
required development of the items, components, or processes or creation of the data described in paragraph (b)(2)
(i)(B) of this clause. Upon expiration of the five-year or other negotiated period, the Government shall have
unlimited rights in the technical data.

 

(iii) The Government shall not release or disclose technical data in which it has government purpose rights unless-

 

(A) Prior to release or disclosure, the intended recipient is subject to the non-disclosure agreement at 227.7103-7 of
the Defense Federal Acquisition Regulation Supplement (DFARS); or

 

(B) The recipient is a Government contractor receiving access to the data for performance of a Government contract
that contains the clause at DFARS 252.227-7025, Limitations on the Use or Disclosure of Government-Furnished
Information Marked with Restrictive Legends.

 

(iv) The Contractor has the exclusive right, including the right to license others, to use technical data in which the
Government has obtained government purpose rights under this contract for any commercial purpose during the time
period specified in the government purpose rights legend prescribed in paragraph (f)(2) of this clause.

 

(3) Limited rights.

 

(i) Except as provided in paragraphs (b)(1)(ii) and (b)(1)(iv) through (b)(1)(ix) of this clause, the Government shall
have limited rights in technical data--

 

(A) Pertaining to items, components, or processes developed exclusively at private expense and marked with the
limited rights legend prescribed in paragraph (f) of this clause; or

 

(B) Created exclusively at private expense in the performance of a contract that does not require the development,
manufacture, construction, or production of items, components, or processes.
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(ii) The Government shall require a recipient of limited rights data for emergency repair or overhaul to destroy the
data and all copies in its possession promptly following completion of the emergency repair/overhaul and to notify
the Contractor that the data have been destroyed.

 

(iii) The Contractor, its subcontractors, and suppliers are not required to provide the Government additional rights
to use, modify, reproduce, release, perform, display, or disclose technical data furnished to the Government with
limited rights. However, if the Government desires to obtain additional rights in technical data in which it has
limited rights, the Contractor agrees to promptly enter into negotiations with the Contracting Officer to determine
whether there are acceptable terms for transferring such rights. All technical data in which the Contractor has granted
the Government additional rights shall be listed or described in a license agreement made part of the contract. The
license shall enumerate the additional rights granted the Government in such data.

 

(iv) The Contractor acknowledges that--

   

(A) Limited rights data are authorized to be released or disclosed to covered Government support contractors;

   

(B) The Contractor will be notified of such release or disclosure;

 

(C) The Contractor (or the party asserting restrictions as identified in the limited rights legend) may require each
such covered Government support contractor to enter into a non-disclosure agreement directly with the Contractor
(or the party asserting restrictions) regarding the covered Government support contractor's use of such data,

or alternatively, that the Contractor (or party asserting restrictions) may waive in writing the requirement for a
non-disclosure agreement; and

 

(D) Any such non-disclosure agreement shall address the restrictions on the covered Government support contractor's
use of the limited rights data as set forth in the clause at 252.227-7025, Limitations on the Use or Disclosure of
Government-Furnished Information Marked with Restrictive Legends. The non-disclosure

agreement shall not include any additional terms and conditions unless mutually agreed to by the parties to the
non-disclosure agreement.

   

(E) The Contractor shall provide a copy of any such non-disclosure agreement or waiver to the Contracting Officer,
upon request.

 

(4) Specifically negotiated license rights.

 

The standard license rights granted to the Government under paragraphs (b)(1) through (b)(3) of this clause,
including the period during which the Government shall have government purpose rights in technical data, may be
modified by mutual agreement to provide such rights as the parties consider appropriate but shall not provide the
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Government lesser rights than are enumerated in paragraph (a)(14) of this clause. Any rights so negotiated shall be
identified in a license agreement made part of this contract.

 

(5) Prior government rights.

 

Technical data that will be delivered, furnished, or otherwise provided to the Government under this contract, in
which the Government has previously obtained rights shall be delivered, furnished, or provided with the pre-existing
rights, unless--

 

(i) The parties have agreed otherwise; or

 

(ii) Any restrictions on the Government's rights to use, modify, reproduce, release, perform, display, or disclose the
data have expired or no longer apply.

 

(6) Release from liability.

 

The Contractor agrees to release the Government from liability for any release or disclosure of technical data made in
accordance with paragraph (a)(14) or (b)(2)(iii) of this clause, in accordance with the terms of a license negotiated
under paragraph (b)(4) of this clause, or by others to whom the recipient has released or disclosed the data and to
seek relief solely from the party who has improperly used, modified, reproduced, released, performed, displayed, or
disclosed Contractor data marked with restrictive legends.

 

(c) Contractor rights in technical data. All rights not granted to the Government are retained by the Contractor.

 

(d) Third party copyrighted data. The Contractor shall not, without the written approval of the Contracting Officer,
incorporate any copyrighted data in the technical data to be delivered under this contract unless the Contractor is the
copyright owner or has obtained for the Government the license rights necessary to perfect a license or licenses in the
deliverable data of the appropriate scope set forth in paragraph (b) of this clause, and has affixed a statement of the
license or licenses obtained on behalf of the Government and other persons to the data transmittal document.

 

(e) Identification and delivery of data to be furnished with restrictions on use, release, or disclosure. (1) This
paragraph does not apply to restrictions based solely on copyright.

 

(2) Except as provided in paragraph (e)(3) of this clause, technical data that the Contractor asserts should be
furnished to the Government with restrictions on use, release, or disclosure are identified in an attachment to this
contract (the Attachment). The Contractor shall not deliver any data with restrictive markings unless the data are
listed on the Attachment.
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(3) In addition to the assertions made in the Attachment, other assertions may be identified after award when based
on new information or inadvertent omissions unless the inadvertent omissions would have materially affected the
source selection decision. Such identification and assertion shall be submitted to the Contracting Officer as soon as
practicable prior to the scheduled date for delivery of the data, in the following format, and signed by an official
authorized to contractually obligate the Contractor: Identification and Assertion of Restrictions on the Government's
Use, Release, or Disclosure of Technical Data.

 

The Contractor asserts for itself, or the persons identified below, that the Government's rights to use, release, or
disclose the following technical data should be restricted--

                                                                                               

Technical data                                                                     Asserted                                 Name of
Person                  

to be Furnished                    Basis for                                                Rights                                    
Asserting

With Restrictions \1/           Assertion \2/                         Category \3/                         Restrictions \4/

 

(LIST)                                    (LIST)                                    (LIST)                                    (LIST)

 

 

\1/ If the assertion is applicable to items, components or processes developed at private expense, identify both the
data and each such items, component, or process.

 

\2/ Generally, the development of an item, component, or process at private expense, either exclusively or partially,
is the only basis for asserting restrictions on the Government's rights to use, release, or disclose technical data
pertaining to such items, components, or processes. Indicate whether development was exclusively or partially at
private expense. If development was not at private expense, enter the specific reason for asserting that the
Government's rights should be restricted.

 

\3/ Enter asserted rights category (e.g., government purpose license rights from a prior contract, rights in SBIR data
generated under another contract, limited or government purpose rights under this or a prior contract, or specifically
negotiated licenses).

 

\4/ Corporation, individual, or other person, as appropriate.

Date ______________________________________________________________________

 

Printed Name and Title ____________________________________________________
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____________________________________________________________________________

 

Signature __________________________________________________________________

 

(End of identification and assertion)

 

(4) When requested by the Contracting Officer, the Contractor shall provide sufficient information to enable the
Contracting Officer to evaluate the Contractor's assertions. The Contracting Officer reserves the right to add the
Contractor's assertions to the Attachment and validate any listed assertion, at a later date, in accordance with the
procedures of the Validation of Restrictive Markings on Technical Data clause of this contract.

 

(f) Marking requirements. The Contractor, and its subcontractors or suppliers, may only assert restrictions on the
Government's rights to use, modify, reproduce, release, perform, display, or disclose technical data to be delivered
under this contract by marking the deliverable data subject to restriction. Except as provided in paragraph (f)(5) of
this clause, only the following legends are authorized under this contract: the government purpose rights legend at
paragraph (f)(2) of this clause; the limited rights legend at paragraph (f)(3) of this clause; or the special license rights
legend at paragraph (f)(4) of this clause; and/or a notice of copyright as prescribed under 17 U.S.C. 401 or 402.

 

(1) General marking instructions. The Contractor, or its subcontractors or suppliers, shall conspicuously and legibly
mark the appropriate legend on all technical data that qualify for such markings. The authorized legends shall be
placed on the transmittal document or storage container and, for printed material, each page of the printed material
containing technical data for which restrictions are asserted. When only portions of a page of printed material are
subject to the asserted restrictions, such portions shall be identified by circling, underscoring, with a note, or other
appropriate identifier. Technical data transmitted directly from one computer or computer terminal to another shall
contain a notice of asserted restrictions. Reproductions of technical data or any portions thereof subject to asserted
restrictions shall also reproduce the asserted restrictions.

 

(2) Government purpose rights markings. Data delivered or otherwise furnished to the Government purpose rights
shall be marked as follows:

 

Government Purpose Rights

 

Contract No. ______________________________________________________________

 

Contractor Name ____________________________________________________________
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Contractor Address ________________________________________________________

 

____________________________________________________________________________

 

Expiration Date ____________________________________________________________

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these technical data are
restricted by paragraph (b)(2) of the Rights in Technical Data--Noncommercial Items clause contained in the above
identified contract. No restrictions apply after the expiration date shown above. Any reproduction of technical data or
portions thereof marked with this legend must also reproduce the markings.

 

(End of legend)

 

(3) Limited rights markings. Data delivered or otherwise furnished to the Government with limited rights shall be
marked with the following legend: 

 

Limited Rights

 

Contract No. ______________________________________________________________

 

Contractor Name ____________________________________________________________

 

Contractor Address ________________________________________________________

 

____________________________________________________________________________

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these technical data are
restricted by paragraph (b)(3) of the Rights in Technical Data--Noncommercial Items clause contained in the above
identified contract. Any reproduction of technical data or portions thereof marked with this legend must also
reproduce the markings. Any person, other than the Government, who has been provided access to such data must
promptly notify the above named Contractor.

 

(End of legend)
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(4) Special license rights markings. (i) Data in which the Government's rights stem from a specifically negotiated
license shall be marked with the following legend:

 

Special License Rights

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these data are restricted by
Contract No. ________ (Insert contract number) ________, License No. ________ (Insert license identifier)
________. Any reproduction of technical data or portions thereof marked with this legend must also reproduce the
markings.

 

(End of legend)

 

(ii) For purposes of this clause, special licenses do not include government purpose license rights acquired under a
prior contract (see paragraph (b)(5) of this clause).

 

(5) Pre-existing data markings. If the terms of a prior contract or license permitted the Contractor to restrict the
Government's rights to use, modify, reproduce, release, perform, display, or disclose technical data deliverable under
this contract, and those restrictions are still applicable, the Contractor may mark such data with the appropriate
restrictive legend for which the data qualified under the prior contract or license. The marking procedures in
paragraph (f)(1) of this clause shall be followed.

 

(g) Contractor procedures and records. Throughout performance of this contract, the Contractor and its subcontractors
or suppliersthat will deliver technical data with other than unlimited rights, shall--

 

(1) Have, maintain, and follow written procedures sufficient to assure that restrictive markings are used only when
authorized by the terms of this clause; and

 

(2) Maintain records sufficient to justify the validity of any restrictive markings on technical data delivered under this
contract.

 

(h) Removal of unjustified and nonconforming markings. (1) Unjustified technical data markings. The rights and
obligations of the parties regarding the validation of restrictive markings on technical data furnished or to be
furnished under this contract are contained in the Validation of Restrictive Markings on Technical Data clause of this
contract. Notwithstanding any provision of this contract concerning inspection and acceptance, the Government may
ignore or, at the Contractor's expense, correct or strike a marking if, in accordance with the procedures in the
Validation of Restrictive Markings on Technical Data clause of this contract, a restrictive marking is determined to
be unjustified.
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(2) Nonconforming technical data markings. A nonconforming marking is a marking placed on technical data
delivered or otherwise furnished to the Government under this contract that is not in the format authorized by this
contract. Correction of nonconforming markings is not subject to the validation of Restrictive Markings on
Technical Data clause of this contract.  If the Contracting Officer notifies the Contractor of a nonconforming marking
and the Contractor fails to remove or correct such marking within sixty (60) days, the Government may ignore or, at
the Contractor's expense, remove or correct any nonconforming marking.

 

(i) Relation to patents. Nothing contained in this clause shall imply a license to the Government under any patent or
be construed as affecting the scope of any license or other right otherwise granted to the Government under any
patent.

 

(j) Limitation on charges for rights in technical data. (1) The Contractor shall not charge to this contract any cost,
including, but not limited to, license fees, royalties, or similar charges, for rights in technical data to be delivered
under this contract when--

 

(i) The Government has acquired, by any means, the same or greater rights in the data; or

 

(ii) The data are available to the public without restrictions.

 

(2) The limitation in paragraph (j)(1) of this clause--

 

(i) Includes costs charged by a subcontractor or supplier, at any tier, or costs incurred by the Contractor to acquire
rights in subcontractor or supplier technical data, if the subcontractor or supplier has been paid for such rights under
any other Government contract or under a license conveying the rights to the Government; and

 

(ii) Does not include the reasonable costs of reproducing, handling, or mailing the documents or other media in
which the technical data will be delivered.

 

(k) Applicability to subcontractors or suppliers. (1) The Contractor shall ensure that the rights afforded its
subcontractors and suppliers under 10 U.S.C. 2320, 10 U.S.C. 2321, and the identification, assertion, and delivery
processes of paragraph (e) of this clause are recognized and protected.

 

(2) Whenever any technical data for noncommercial items, or for commercial items developed in any part at
Government expense, is to be obtained from a subcontractor or supplier for delivery to the Government under this
contract, the Contractor shall use this same clause in the subcontract or other contractual instrument, including
subcontracts or other contractual instruments for commercial items, and requireits subcontractors or suppliers to do
so, without alteration, except to identify the parties. This clause will govern the technical data pertaining to 
noncommercial items or to any portion of a commercial item that was developed in any part at Government expense,
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and the clause at 252.227-7015 will govern the technical data pertaining to any portion of a commercial item that
was developed exclusively at private expense. No other clause shall be used to enlarge or diminish the
Government's, the Contractor's, or a higher-tier subcontractor's or supplier's rights in a subcontractor's or supplier's
technical data.

 

(3) Technical data required to be delivered by a subcontractor or supplier shall normally be delivered to the next
higher-tier contractor, subcontractor, or supplier. However, when there is a requirement in the prime contract for data
which may be submitted with other than unlimited rights by a subcontractor or supplier, then said subcontractor or
supplier may fulfill its requirement by submitting such data directly to the Government, rather than through a
higher-tier contractor, subcontractor, or supplier. 

 

(4) The Contractor and higher-tier subcontractors or suppliers shall not use their power to award contracts as
economic leverage to obtain rights in technical data from their subcontractors or suppliers.    (5) In no event shall
the Contractor use its obligation to recognize and protect subcontractor or supplier rights in technical data as an
excuse for failing to satisfy its contractual obligations to the Government.

 

(End of clause)

 

 

.

 

 

 CONTRACT NO.

 N00178-14-D-7913
 DELIVERY ORDER NO.

 FG01
 PAGE

 52 of 75
 FINAL

 



	 	

Accounting Data


SLINID   PR Number              Amount 

-------- ---------------------- ---------------------

700001   130043277800001        275277.90             
LLA : 
AA 9740400 1202 184 JT01 126J01 600001 559ZZ 65126J 667100 FSR: 033513 PSR: K99238 DSR 
: 062117 CIN: F1AF1W4160G0010000AA F67100 
Standard Number: F1AF1W4160G001 
Fully Funding Labor CLIN 7000 
PR# 1300432778 
Fund Doc #: F1AF1W4160G001 
 
900001   130043277800001        3000.00               
LLA : 
AA 9740400 1202 184 JT01 126J01 600001 559ZZ 65126J 667100 FSR: 033513 PSR: K99238 DSR 
: 062117 CIN: F1AF1W4160G0010000AA F67100 
Standard Number: F1AF1W4160G001 
Fully Funding ODC's CLIN 9000. 
PR#: 1300432778 
Fund Doc #: F1AF1W4160G001 
 
 
BASE Funding 278277.90 
Cumulative Funding 278277.90 
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SECTION H SPECIAL CONTRACT REQUIREMENTS

5252.232-9104  ALLOTMENT OF FUNDS (MAY 1993)

 

(a)  This contract is incrementally funded with respect to both cost and fee.  The amount(s) presently available and
allotted to this contract for payment of fee for incrementally funded contract line item number/contract subline item
number (CLIN/SLIN), subject to the clause entitled "FIXED FEE" (FAR 52.216-8) or "INCENTIVE FEE" (FAR
52.216-10), as appropriate, is specified below.  The amount(s) presently available and allotted to this contract for
payment of cost for incrementally funded CLINs/SLINs is set forth below.  As provided in the clause of this contract
entitled "LIMITATION OF FUNDS" (FAR 52.232-22), the CLINs/SLINs covered thereby, and the period of
performance for which it is estimated the allotted amount(s) will cover are as follows:

 

ITEM(S) ALLOTTED TO COST ALLOTTED TO FEE ESTIMATED

PERIOD OF PERFORMANCE
 7000 $258,085.56 $17,192.34                 6/23/2014 - 6/22/2015

   9000      $3,000.00 $0.00       6/23/2014 - 6/22/2015

 

(b)  The parties contemplate that the Government will allot additional amounts to this contract from time to time for
the incrementally funded CLINs/SLINs by unilateral contract modification, and any such modification shall state
separately the amount(s) allotted for cost, the amount(s) allotted for fee, the CLINs/SLINs covered thereby, and the
period of performance which the amount(s) are expected to cover.

 

(c)  CLINs/SLINs       7000 (Labor Base Year) & 9000 (ODC's Base Year)     are fully funded and performance under
these CLINs/SLINs is subject to the clause of this contract entitled "LIMITATION OF COST" (FAR 52.232-20) or
"LIMITATION OF COST (FACILITIES)" (FAR 52.232-21), as applicable.

 

(d)  The Contractor shall segregate costs for the performance of incrementally funded CLINs/SLINs from the costs of
performance of fully funded CLINs/SLINs.

 

5252.237-9106       SUBSTITUTION OF PERSONNEL (SEP 1990)

 

(a)  The Contractor agrees that a partial basis for award of this contract is the list of key personnel proposed. 
Accordingly, the Contractor agrees to assign to this contract those key persons whose resumes were submitted with the
proposal necessary to fulfill the requirements of the contract.  No substitution shall be made without prior notification to
and concurrence of the Contracting Officer in accordance with this requirement.

 

(b)  All proposed substitutes shall have qualifications equal to or higher than the qualifications of the person to be
replaced.  The Contracting Officer shall be notified in writing of any proposed substitution at least forty-five (45) days, or
ninety (90) days if a security clearance is to be obtained, in advance of the proposed substitution.  Such notification shall
include:  (1) an explanation of the circumstances necessitating the substitution; (2) a complete resume of the proposed
substitute; and (3) any other information requested by the Contracting Officer to enable him/her to judge whether or not
the Contractor is maintaining the same high quality of personnel that provided the partial basis for award.
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1.0 Security Requirements

 

1.0.1 Personnel Clearance Level

All Contractor personnel shall possess and maintain a current Top Secret (TS) clearance with
Sensitive Compartmented Information (SCI) eligibility based on a Single Scope Background
Investigation (SSBI), SSBI Periodic Reinvestigation (SBPR), or SSBI Phased Periodic
Reinvestigation (PPR) completed within the last 5 years in accordance with the attached DD
Form 254, Attachment 1.

 

Contractor personnel shall be subject to the Air Force, Joint Staff, and JIAMDO security and
safety regulations. 

 

1.0.2 Facility Clearance

The Offeror shall possess a TOP SECRET facility security clearance from the Defense Security
Service (DSS) as verified within the Industrial Security Facilities Database (ISFD).

1.0.3 Disclosure of Information:

The Contractor shall not release to anyone outside the Contractor’s organization any unclassified
information, regardless of medium (e.g., film, tape, document, etc.), pertaining to any part of this
contract or any program related to this contract, unless:  (a) The CO has given prior written
approval; or (b) The information is otherwise in the public domain before the date of release. 
Request for approval shall identify the specific information to be released, the medium to be
used, and the purpose for the release.  The Contractor shall submit its request to the CO at least
45 days before the purpose date for the release.  The Contractor agrees to include a similar
requirement in each subcontract under this contract.  Sub-contractors shall submit request for
authorization to release through the prime contractor to the CO.

 

1.0.4 Identification of Contractor Employees

Contractor personnel shall display all badges while within restricted/controlled areas.  Upon
arrival in JIAMDO, contractor personnel shall be issued a DOD badge or a JS badge.  Badge
decisions shall be made on a case-by-case basis, with consideration of duties and responsibilities
of the Contractor personnel.  All contractor personnel shall be issued badges at the appropriate
badge office with prior approval from JIAMDO Security.  Upon termination of the Contract or
Contractor employment, all badges shall be turned in to JIAMDO Security.
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1.0.5 Physical Security

Securing of work areas shall be accomplished at close of business each day.  For those areas
jointly occupied, a procedure shall be established between the Government and the contractor to
assure compliance with existing security regulations.

2.0  Parts and Equipment

When necessary, the contractor shall identify certain parts, supplies, and equipment that need to
be purchased for the necessary support of JIAMDO’s function.  In the course of performance of
this contract, the Contractor may only acquire as a direct charge to this contract such facilities,
equipment (including office equipment), furniture, fixtures, or other real or personal property
items as have been specifically authorized and approved by the COR.

 

3.0 Employee Training 

The Government expects the contractor to provide its personnel with formal training on a
periodic basis to maintain and sharpen the skills required to perform the work described for each
relevant labor category.  This contractor responsibility includes training necessary to prepare
contractor staff to perform their jobs in the current JIAMDO environment.  During the life of
this contract, the Government may acquire technologies or software products that reflect a logical
and reasonable extension of responsibilities under an existing job category but that require an
expanded set of knowledge or skills.  In these circumstances, the contractor shall be informed of
the Government’s intent to migrate to a new application environment well in advance of the
event.  JIAMDO shall be responsible for the costs of all training for contractor personnel to
support periodic migration to new products and software releases.  All training requests for
Government sponsored classes must be approved by the COR.
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SECTION I CONTRACT CLAUSES

IN ADDITION TO THE CLAUSES IN THE BASIC CONTRACT, THE FOLLOWING CLAUSES ARE
INCORPORATED INTO THE SUBJECT TASK ORDER:

52.217-9 -- OPTION TO EXTEND THE TERM OF THE CONTRACT.  (MAR 2008)

 (a) The Government may extend the term of this contract by written notice to the Contractor within 365 days prior
to completion of the base periodor option period; provided that the Government gives the Contractor a preliminary
written notice of its intent to extend at least 60 days before the contract expires. The preliminary notice does not
commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed three
years.

The following clauses are incorporated into the subject task order:

 

Reference 52.222-41 Service Contract Act of 1965 (Nov 2007)

 

52.204-2 SECURITY REQUIREMENTS (AUG 1996)

 

(a) This clause applies to the extent that this contract involves access to information classified "Confidential,"
"Secret," or "Top Secret."

 

(b) The Contractor shall comply with (1) the Security Agreement (DD Form 441), including the National Industrial
Security Program Operating Manual (DOD 5220.22-M); and (2) any revisions to that manual, notice of which has
been furnished to the Contractor.

 

(c) If, subsequent to the date of this contract, the security classification or security requirements under this contract
are changed by the Government and if the changes cause an increase or decrease in security costs or otherwise affect
any other term or condition of this contract, the contract shall be subject to an equitable adjustment as if the changes
were directed under the Changes clause of this contract.

 

(d) The Contractor agrees to insert terms that conform substantially to the language of this clause, including this
paragraph (d) but excluding any reference to the Changes clause of this contract, in all subcontracts under this
contract that involve access to classified information.

52.204-9    PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL (JAN 2011)

(a) The Contractor shall comply with agency personal identity verification procedures identified in the contract that
implement Homeland Security Presidential Directive-12 (HSPD-12), Office of Management and Budget (OMB)
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guidance M-05-24, and Federal Information Processing Standards Publication (FIPS PUB) Number 201.

(b) The Contractor shall account for all forms of Government-provided identification issued to the Contractor
employees in connection with performance under this contract. The Contractor shall return such identification to the
issuing agency at the earliest of any of the following, unless otherwise determined by the Government:
   
(1) When no longer needed for contract performance.
   
(2) Upon completion of the Contractor employee's employment.
   
(3) Upon contract completion or termination.
   
(c) The Contracting Officer may delay final payment under a contract if the Contractor fails to comply with these
requirements.
   
(d) The Contractor shall insert the substance of this clause, including this paragraph (d), in all subcontracts when the
subcontractor`s employees are required to have routine physical access to a Federally-controlled facility and/or
routine access to a Federally-controlled information system. It shall be the responsibility of the prime Contractor to
return such identification to the issuing agency in accordance with the terms set forth in paragraph (b) of this section,
unless otherwise approved in writing by the Contracting Officer.

(End of Clause)

252.204-7003    CONTROL OF GOVERNMENT PERSONNEL WORK PRODUCT (APR 1992)

The Contractor's procedures for protecting against unauthorized disclosure of information shall not require
Department of Defense employees or members of the Armed Forces to relinquish control of their work products,
whether classified or not, to the contractor.

(End of clause)

52.239-1     PRIVACY OR SECURITY SAFEGUARDS (AUG 1996)

(a) The Contractor shall not publish or disclose in any manner, without the Contracting Officer's written consent,
the details of any safeguards either designed or developed by the Contractor under this contract or otherwise provided
by the Government.-

(b) To the extent required to carry out a program of inspection to safeguard against threats and hazards to the
security, integrity, and confidentiality of Government data, the Contractor shall afford the Government access to the
Contractor's facilities, installations, technical capabilities, operations, documentation, records, and databases.-

(c) If new or unanticipated threats or hazards are discovered by either the Government or the Contractor, or if existing
safeguards have ceased to function, the discoverer shall immediately bring the situation to the attention of the other
party.

(End of clause)

252.204-7000    DISCLOSURE OF INFORMATION (AUG 2013)

(a) The Contractor shall not release to anyone outside the Contractor's organization any unclassified information,
regardless of medium (e.g., film, tape, document), pertaining to any part of this contract or any program related to
this contract, unless--
   
(1) The Contracting Officer has given prior written approval;
   
(2) The information is otherwise in the public domain before the date of release; or
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(3) The information results from or arises during the performance of a project that has been scoped and negotiated by
the contracting activity with the Contractor and research performer and determined in writing by the Contracting
Officer to be fundamental research in accordance with National Security Decision Directive
189, National Policy on the Transfer of Scientific, Technical and Engineering Information, in effect on the date of
contract award and the USD (AT&L) memoranda on Fundamental Research, dated May 24, 2010, and on
Contracted Fundamental Research, dated June 26, 2008, (available at DFARS PGI 204.4).

(b) Requests for approval under paragraph (a)(1) shall identify the specific information to be released, the medium to
be used, and the purpose for the release. The Contractor shall submit its request to the Contracting Officer at least 10
business days before the proposed date for release.

(c) The Contractor agrees to include a similar requirement, including this paragraph (c), in each subcontract under
this
contract. Subcontractors shall submit requests for authorization to release through the prime contractor to the
Contracting Officer.

    (End of clause)

 

252.227-7013  RIGHTS IN TECHNICAL DATA--NONCOMMERCIAL ITEMS. (JUN 2013)

 

(a) Definitions. As used in this clause--

 

(1) Computer data base means a collection of data recorded in a form capable of being processed by a computer. The
term does not include computer software.

 

(2) Computer program means a set of instructions, rules, or routines recorded in a form that is capable of causing a
computer to perform a specific operation or series of operations.

 

(3) Computer software means computer programs, source code, source code listings, object code listings, design
details, algorithms, processes, flow charts, formulae and related material that would enable the software to be
reproduced, recreated, or recompiled. Computer software does not include computer data bases or computer software
documentation.

 

(4) Computer software documentation means owner's manuals, user's manuals, installation instructions, operating
instructions, and other similar items, regardless of storage medium, that explain the capabilities of the computer
software or provide instructions for using the software.

 

(5) Covered Government support contractor means a contractor under a contract, the primary purpose of which is to
furnish independent and impartial advice or technical assistance directly to the Government in support of the
Government's management and oversight of a program or effort (rather than to directly furnish an end item or service
to accomplish a program or effort), provided that the contractor--

   

(i) Is not affiliated with the prime contractor or a first-tier subcontractor on the program or effort, or with any direct
competitor of such prime contractor or any such first-tier subcontractor in furnishing end items or services of the type
developed or produced on the program or effort; and
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(ii) Receives access to technical data or computer software for performance of a Government contract that contains the
clause at 252.227-7025, Limitations on the Use or Disclosure of Government-Furnished Information Marked with
Restrictive Legends.

 

(6) Detailed manufacturing or process data means technical data that describe the steps, sequences, and conditions of
manufacturing, processing or assembly used by the manufacturer to produce an item or component or to perform a
process.

 

(7) Developed means that an item, component, or process exists and is workable. Thus, the item or component
must have been constructed or the process practiced. Workability is generally established when the item,
component, or process has been analyzed or tested sufficiently to demonstrate to reasonable people skilled in the
applicable art that there is a high probability that it will operate as intended. Whether, how much, and what type of
analysis or testing is required to establish workability depends on the nature of the item, component, or process, and
the state of the art. To be considered "developed," the item, component, or process need not be at the stage where it
could be offered for sale or sold on the commercial market, nor must the item, component, or process be actually
reduced to practice within the meaning of Title 35 of the United States Code.

 

(8) Developed exclusively at private expense means development was accomplished entirely with costs charged to
indirect cost pools, costs not allocated to a government contract, or any combination thereof.

 

(i) Private expense determinations should be made at the lowest practicable level.

 

(ii) Under fixed-price contracts, when total costs are greater than the firm-fixed-price or ceiling price of the contract,
the additional development costs necessary to complete development shall not be considered when determining
whether development was at government, private, or mixed expense.

 

(9) Developed exclusively with government funds means development was not accomplished exclusively or partially
at private expense. 

 

(10) Developed with mixed funding means development was accomplished partially with costs charged to indirect
cost pools and/or costs not allocated to a government contract, and partially with costs charged directly to a
government contract.

 

(11) Form, fit, and function data means technical data that describes the required overall physical, functional, and
performance characteristics (along with the qualification requirements, if applicable) of an item, component, or
process to the extent necessary to permit identification of physically and functionally interchangeable items.

 

(12) Government purpose means any activity in which the United States Government is a party, including
cooperative agreements with international or multi-national defense organizations, or sales or transfers by the United
States Government to foreign governments or international organizations. Government purposes include competitive
procurement, but do not include the rights to use, modify, reproduce, release, perform, display, or disclose technical
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data for commercial purposes or authorize others to do so.

 

(13) Government purpose rights means the rights to--

 

(i) Use, modify, reproduce, release, perform, display, or disclose technical data within the Government without
restriction; and

 

(ii) Release or disclose technical data outside the Government and authorize persons to whom release or disclosure
has been made to use, modify, reproduce, release, perform, display, or disclose that data for United States
government purposes.

 

(14) Limited rights means the rights to use, modify, reproduce, release, perform, display, or disclose technical data,
in whole or in part, within the Government. The Government may not, without the written permission of the party
asserting limited rights, release or disclose the technical data outside the Government, use the technical data for
manufacture, or authorize the technical data to be used by another party, except that the Government may reproduce,
release, or disclose such data or authorize the use or reproduction of the data by persons outside the Government if--

   

(i) The reproduction, release, disclosure, or use is--

   

(A) Necessary for emergency repair and overhaul; or

   

(B) A release or disclosure to--

   

(1) A covered Government support contractor in performance of its covered Government support contract for use,
modification, reproduction, performance, display, or release or disclosure to a person authorized to receive limited
rights technical data; or

   

(2) A foreign government, of technical data other than detailed manufacturing or process data, when use of such
databy the foreign government is in the interest of the Government and is required for evaluational or informational
purposes;

   

(ii) The recipient of the technical data is subject to a prohibition on the further reproduction, release, disclosure, or
use of the technical data; and

   

(iii) The contractor or subcontractor asserting the restriction is notified of such reproduction, release, disclosure, or
use.

 

(15) Technical data means recorded information, regardless of the form or method of the recording, of a scientific or
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technical nature (including computer software documentation). The term does not include computer software or data
incidental to contract administration, such as financial and/or management information.

 

(16) Unlimited rights means rights to use, modify, reproduce, perform, display, release, or disclose technical data in
whole or in part, in any manner, and for any purpose whatsoever, and to have or authorize others to do so.

 

(b) Rights in technical data. The Contractor grants or shall obtain for the Government the following royalty free,
world-wide, nonexclusive, irrevocable license rights in technical data other than computer software documentation
(see the Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation
clause of this contract for rights in computer software documentation):

 

(1) Unlimited rights.

 

The Government shall have unlimited rights in technical data that are--

 

(i) Data pertaining to an item, component, or process which has been or will be developed exclusively with
Government funds;

 

(ii) Studies, analyses, test data, or similar data produced for this contract, when the study, analysis, test, or similar
work was specified as an element of performance;

 

(iii) Created exclusively with Government funds in the performance of a contract that does not require the
development, manufacture, construction, or production of items, components, or processes;

 

(iv) Form, fit, and function data;

 

(v) Necessary for installation, operation, maintenance, or training purposes (other than detailed manufacturing or
process data);

 

(vi) Corrections or changes to technical data furnished to the Contractor by the Government;

 

(vii) Otherwise publicly available or have been released or disclosed by the Contractor or subcontractor without
restrictions on further use, release or disclosure, other than a release or disclosure resulting from the sale, transfer, or
other assignment of interest in the technical data to another party or the sale or transfer of some or all of a business
entity or its assets to another party;

 

(viii) Data in which the Government has obtained unlimited rights under another Government contract or as a result
of negotiations; or 
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(ix) Data furnished to the Government, under this or any other Government contract or subcontract thereunder, with--

 

(A) Government purpose license rights or limited rights and the restrictive condition(s) has/have expired; or

 

(B) Government purpose rights and the Contractor's exclusive right to use such data for commercial purposes has
expired.

 

(2) Government purpose rights.

 

(i) The Government shall have government purpose rights for a five-year period, or such other period as may be
negotiated, in technical data--

 

(A) That pertain to items, components, or processes developed with mixed funding except when the Government is
entitled to unlimited rights in such data as provided in paragraphs as provided in paragraphs (b)(1)(ii) and (b)(1)(iv)
through (b)(1)(ix) of this clause; or

 

(B) Created with mixed funding in the performance of a contract that does not require the development, manufacture,
construction, or production of items, components, or processes.

 

(ii) The five-year period, or such other period as may have been negotiated, shall commence upon execution of the
contract, subcontract, letter contract (or similar contractual instrument), contract modification, or option exercise that
required development of the items, components, or processes or creation of the data described in paragraph (b)(2)
(i)(B) of this clause. Upon expiration of the five-year or other negotiated period, the Government shall have
unlimited rights in the technical data.

 

(iii) The Government shall not release or disclose technical data in which it has government purpose rights unless-

 

(A) Prior to release or disclosure, the intended recipient is subject to the non-disclosure agreement at 227.7103-7 of
the Defense Federal Acquisition Regulation Supplement (DFARS); or

 

(B) The recipient is a Government contractor receiving access to the data for performance of a Government contract
that contains the clause at DFARS 252.227-7025, Limitations on the Use or Disclosure of Government-Furnished
Information Marked with Restrictive Legends.

 

(iv) The Contractor has the exclusive right, including the right to license others, to use technical data in which the
Government has obtained government purpose rights under this contract for any commercial purpose during the time
period specified in the government purpose rights legend prescribed in paragraph (f)(2) of this clause.
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(3) Limited rights.

 

(i) Except as provided in paragraphs (b)(1)(ii) and (b)(1)(iv) through (b)(1)(ix) of this clause, the Government shall
have limited rights in technical data--

 

(A) Pertaining to items, components, or processes developed exclusively at private expense and marked with the
limited rights legend prescribed in paragraph (f) of this clause; or

 

(B) Created exclusively at private expense in the performance of a contract that does not require the development,
manufacture, construction, or production of items, components, or processes.

 

(ii) The Government shall require a recipient of limited rights data for emergency repair or overhaul to destroy the
data and all copies in its possession promptly following completion of the emergency repair/overhaul and to notify
the Contractor that the data have been destroyed.

 

(iii) The Contractor, its subcontractors, and suppliers are not required to provide the Government additional rights
to use, modify, reproduce, release, perform, display, or disclose technical data furnished to the Government with
limited rights. However, if the Government desires to obtain additional rights in technical data in which it has
limited rights, the Contractor agrees to promptly enter into negotiations with the Contracting Officer to determine
whether there are acceptable terms for transferring such rights. All technical data in which the Contractor has granted
the Government additional rights shall be listed or described in a license agreement made part of the contract. The
license shall enumerate the additional rights granted the Government in such data.

 

(iv) The Contractor acknowledges that--

   

(A) Limited rights data are authorized to be released or disclosed to covered Government support contractors;

   

(B) The Contractor will be notified of such release or disclosure;

 

(C) The Contractor (or the party asserting restrictions as identified in the limited rights legend) may require each
such covered Government support contractor to enter into a non-disclosure agreement directly with the Contractor
(or the party asserting restrictions) regarding the covered Government support contractor's use of such data,

or alternatively, that the Contractor (or party asserting restrictions) may waive in writing the requirement for a
non-disclosure agreement; and

 

(D) Any such non-disclosure agreement shall address the restrictions on the covered Government support contractor's
use of the limited rights data as set forth in the clause at 252.227-7025, Limitations on the Use or Disclosure of
Government-Furnished Information Marked with Restrictive Legends. The non-disclosure
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agreement shall not include any additional terms and conditions unless mutually agreed to by the parties to the
non-disclosure agreement.

   

(E) The Contractor shall provide a copy of any such non-disclosure agreement or waiver to the Contracting Officer,
upon request.

 

(4) Specifically negotiated license rights.

 

The standard license rights granted to the Government under paragraphs (b)(1) through (b)(3) of this clause,
including the period during which the Government shall have government purpose rights in technical data, may be
modified by mutual agreement to provide such rights as the parties consider appropriate but shall not provide the
Government lesser rights than are enumerated in paragraph (a)(14) of this clause. Any rights so negotiated shall be
identified in a license agreement made part of this contract.

 

(5) Prior government rights.

 

Technical data that will be delivered, furnished, or otherwise provided to the Government under this contract, in
which the Government has previously obtained rights shall be delivered, furnished, or provided with the pre-existing
rights, unless--

 

(i) The parties have agreed otherwise; or

 

(ii) Any restrictions on the Government's rights to use, modify, reproduce, release, perform, display, or disclose the
data have expired or no longer apply.

 

(6) Release from liability.

 

The Contractor agrees to release the Government from liability for any release or disclosure of technical data made in
accordance with paragraph (a)(14) or (b)(2)(iii) of this clause, in accordance with the terms of a license negotiated
under paragraph (b)(4) of this clause, or by others to whom the recipient has released or disclosed the data and to
seek relief solely from the party who has improperly used, modified, reproduced, released, performed, displayed, or
disclosed Contractor data marked with restrictive legends.

 

(c) Contractor rights in technical data. All rights not granted to the Government are retained by the Contractor.

 

(d) Third party copyrighted data. The Contractor shall not, without the written approval of the Contracting Officer,
incorporate any copyrighted data in the technical data to be delivered under this contract unless the Contractor is the
copyright owner or has obtained for the Government the license rights necessary to perfect a license or licenses in the
deliverable data of the appropriate scope set forth in paragraph (b) of this clause, and has affixed a statement of the
license or licenses obtained on behalf of the Government and other persons to the data transmittal document.
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(e) Identification and delivery of data to be furnished with restrictions on use, release, or disclosure. (1) This
paragraph does not apply to restrictions based solely on copyright.

 

(2) Except as provided in paragraph (e)(3) of this clause, technical data that the Contractor asserts should be
furnished to the Government with restrictions on use, release, or disclosure are identified in an attachment to this
contract (the Attachment). The Contractor shall not deliver any data with restrictive markings unless the data are
listed on the Attachment.

 

(3) In addition to the assertions made in the Attachment, other assertions may be identified after award when based
on new information or inadvertent omissions unless the inadvertent omissions would have materially affected the
source selection decision. Such identification and assertion shall be submitted to the Contracting Officer as soon as
practicable prior to the scheduled date for delivery of the data, in the following format, and signed by an official
authorized to contractually obligate the Contractor: Identification and Assertion of Restrictions on the Government's
Use, Release, or Disclosure of Technical Data.

 

The Contractor asserts for itself, or the persons identified below, that the Government's rights to use, release, or
disclose the following technical data should be restricted--

                                                                                               

Technical data                                                                     Asserted                                 Name of
Person                  

to be Furnished                    Basis for                                                Rights                                    
Asserting

With Restrictions \1/           Assertion \2/                         Category \3/                         Restrictions \4/

 

(LIST)                                    (LIST)                                    (LIST)                                    (LIST)

 

 

\1/ If the assertion is applicable to items, components or processes developed at private expense, identify both the
data and each such items, component, or process.

 

\2/ Generally, the development of an item, component, or process at private expense, either exclusively or partially,
is the only basis for asserting restrictions on the Government's rights to use, release, or disclose technical data
pertaining to such items, components, or processes. Indicate whether development was exclusively or partially at
private expense. If development was not at private expense, enter the specific reason for asserting that the
Government's rights should be restricted.

 

\3/ Enter asserted rights category (e.g., government purpose license rights from a prior contract, rights in SBIR data
generated under another contract, limited or government purpose rights under this or a prior contract, or specifically
negotiated licenses).
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\4/ Corporation, individual, or other person, as appropriate.

Date ______________________________________________________________________

 

Printed Name and Title ____________________________________________________

 

____________________________________________________________________________

 

Signature __________________________________________________________________

 

(End of identification and assertion)

 

(4) When requested by the Contracting Officer, the Contractor shall provide sufficient information to enable the
Contracting Officer to evaluate the Contractor's assertions. The Contracting Officer reserves the right to add the
Contractor's assertions to the Attachment and validate any listed assertion, at a later date, in accordance with the
procedures of the Validation of Restrictive Markings on Technical Data clause of this contract.

 

(f) Marking requirements. The Contractor, and its subcontractors or suppliers, may only assert restrictions on the
Government's rights to use, modify, reproduce, release, perform, display, or disclose technical data to be delivered
under this contract by marking the deliverable data subject to restriction. Except as provided in paragraph (f)(5) of
this clause, only the following legends are authorized under this contract: the government purpose rights legend at
paragraph (f)(2) of this clause; the limited rights legend at paragraph (f)(3) of this clause; or the special license rights
legend at paragraph (f)(4) of this clause; and/or a notice of copyright as prescribed under 17 U.S.C. 401 or 402.

 

(1) General marking instructions. The Contractor, or its subcontractors or suppliers, shall conspicuously and legibly
mark the appropriate legend on all technical data that qualify for such markings. The authorized legends shall be
placed on the transmittal document or storage container and, for printed material, each page of the printed material
containing technical data for which restrictions are asserted. When only portions of a page of printed material are
subject to the asserted restrictions, such portions shall be identified by circling, underscoring, with a note, or other
appropriate identifier. Technical data transmitted directly from one computer or computer terminal to another shall
contain a notice of asserted restrictions. Reproductions of technical data or any portions thereof subject to asserted
restrictions shall also reproduce the asserted restrictions.

 

(2) Government purpose rights markings. Data delivered or otherwise furnished to the Government purpose rights
shall be marked as follows:

 

Government Purpose Rights

 

Contract No. ______________________________________________________________
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Contractor Name ____________________________________________________________

 

Contractor Address ________________________________________________________

 

____________________________________________________________________________

 

Expiration Date ____________________________________________________________

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these technical data are
restricted by paragraph (b)(2) of the Rights in Technical Data--Noncommercial Items clause contained in the above
identified contract. No restrictions apply after the expiration date shown above. Any reproduction of technical data or
portions thereof marked with this legend must also reproduce the markings.

 

(End of legend)

 

(3) Limited rights markings. Data delivered or otherwise furnished to the Government with limited rights shall be
marked with the following legend: 

 

Limited Rights

 

Contract No. ______________________________________________________________

 

Contractor Name ____________________________________________________________

 

Contractor Address ________________________________________________________

 

____________________________________________________________________________

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these technical data are
restricted by paragraph (b)(3) of the Rights in Technical Data--Noncommercial Items clause contained in the above
identified contract. Any reproduction of technical data or portions thereof marked with this legend must also
reproduce the markings. Any person, other than the Government, who has been provided access to such data must
promptly notify the above named Contractor.
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(End of legend)

 

(4) Special license rights markings. (i) Data in which the Government's rights stem from a specifically negotiated
license shall be marked with the following legend:

 

Special License Rights

 

The Government's rights to use, modify, reproduce, release, perform, display, or disclose these data are restricted by
Contract No. ________ (Insert contract number) ________, License No. ________ (Insert license identifier)
________. Any reproduction of technical data or portions thereof marked with this legend must also reproduce the
markings.

 

(End of legend)

 

(ii) For purposes of this clause, special licenses do not include government purpose license rights acquired under a
prior contract (see paragraph (b)(5) of this clause).

 

(5) Pre-existing data markings. If the terms of a prior contract or license permitted the Contractor to restrict the
Government's rights to use, modify, reproduce, release, perform, display, or disclose technical data deliverable under
this contract, and those restrictions are still applicable, the Contractor may mark such data with the appropriate
restrictive legend for which the data qualified under the prior contract or license. The marking procedures in
paragraph (f)(1) of this clause shall be followed.

 

(g) Contractor procedures and records. Throughout performance of this contract, the Contractor and its subcontractors
or suppliersthat will deliver technical data with other than unlimited rights, shall--

 

(1) Have, maintain, and follow written procedures sufficient to assure that restrictive markings are used only when
authorized by the terms of this clause; and

 

(2) Maintain records sufficient to justify the validity of any restrictive markings on technical data delivered under this
contract.

 

(h) Removal of unjustified and nonconforming markings. (1) Unjustified technical data markings. The rights and
obligations of the parties regarding the validation of restrictive markings on technical data furnished or to be
furnished under this contract are contained in the Validation of Restrictive Markings on Technical Data clause of this
contract. Notwithstanding any provision of this contract concerning inspection and acceptance, the Government may
ignore or, at the Contractor's expense, correct or strike a marking if, in accordance with the procedures in the
Validation of Restrictive Markings on Technical Data clause of this contract, a restrictive marking is determined to
be unjustified.
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(2) Nonconforming technical data markings. A nonconforming marking is a marking placed on technical data
delivered or otherwise furnished to the Government under this contract that is not in the format authorized by this
contract. Correction of nonconforming markings is not subject to the validation of Restrictive Markings on
Technical Data clause of this contract.  If the Contracting Officer notifies the Contractor of a nonconforming marking
and the Contractor fails to remove or correct such marking within sixty (60) days, the Government may ignore or, at
the Contractor's expense, remove or correct any nonconforming marking.

 

(i) Relation to patents. Nothing contained in this clause shall imply a license to the Government under any patent or
be construed as affecting the scope of any license or other right otherwise granted to the Government under any
patent.

 

(j) Limitation on charges for rights in technical data. (1) The Contractor shall not charge to this contract any cost,
including, but not limited to, license fees, royalties, or similar charges, for rights in technical data to be delivered
under this contract when--

 

(i) The Government has acquired, by any means, the same or greater rights in the data; or

 

(ii) The data are available to the public without restrictions.

 

(2) The limitation in paragraph (j)(1) of this clause--

 

(i) Includes costs charged by a subcontractor or supplier, at any tier, or costs incurred by the Contractor to acquire
rights in subcontractor or supplier technical data, if the subcontractor or supplier has been paid for such rights under
any other Government contract or under a license conveying the rights to the Government; and

 

(ii) Does not include the reasonable costs of reproducing, handling, or mailing the documents or other media in
which the technical data will be delivered.

 

(k) Applicability to subcontractors or suppliers. (1) The Contractor shall ensure that the rights afforded its
subcontractors and suppliers under 10 U.S.C. 2320, 10 U.S.C. 2321, and the identification, assertion, and delivery
processes of paragraph (e) of this clause are recognized and protected.

 

(2) Whenever any technical data for noncommercial items, or for commercial items developed in any part at
Government expense, is to be obtained from a subcontractor or supplier for delivery to the Government under this
contract, the Contractor shall use this same clause in the subcontract or other contractual instrument, including
subcontracts or other contractual instruments for commercial items, and requireits subcontractors or suppliers to do
so, without alteration, except to identify the parties. This clause will govern the technical data pertaining to 
noncommercial items or to any portion of a commercial item that was developed in any part at Government expense,
and the clause at 252.227-7015 will govern the technical data pertaining to any portion of a commercial item that
was developed exclusively at private expense. No other clause shall be used to enlarge or diminish the
Government's, the Contractor's, or a higher-tier subcontractor's or supplier's rights in a subcontractor's or supplier's
technical data.
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(3) Technical data required to be delivered by a subcontractor or supplier shall normally be delivered to the next
higher-tier contractor, subcontractor, or supplier. However, when there is a requirement in the prime contract for data
which may be submitted with other than unlimited rights by a subcontractor or supplier, then said subcontractor or
supplier may fulfill its requirement by submitting such data directly to the Government, rather than through a
higher-tier contractor, subcontractor, or supplier. 

 

(4) The Contractor and higher-tier subcontractors or suppliers shall not use their power to award contracts as
economic leverage to obtain rights in technical data from their subcontractors or suppliers.    (5) In no event shall
the Contractor use its obligation to recognize and protect subcontractor or supplier rights in technical data as an
excuse for failing to satisfy its contractual obligations to the Government.

 

(End of clause)

52.222-2   PAYMENT FOR OVERTIME PREMIUMS (JUL 1990)

(a) The use of overtime is authorized under this contract if the overtime premium cost does not exceed 0 or the
overtime premium is paid for work --

(1) Necessary to cope with emergencies such as those resulting from accidents, natural disasters, breakdowns
of production equipment, or occasional production bottlenecks of a sporadic nature;

(2) By indirect-labor employees such as those performing duties in connection with administration, protection,
transportation, maintenance, standby plant protection, operation of utilities, or accounting;

(3) To perform tests, industrial processes, laboratory procedures, loading or unloading of transportation
conveyances, and operations in flight or afloat that are continuous in nature and cannot reasonably be
interrupted or completed otherwise; or

(4) That will result in lower overall costs to the Government.

(b) Any request for estimated overtime premiums that exceeds the amount specified above shall include all
estimated overtime for contract completion and shall--

(1) Identify the work unit; e.g., department or section in which the requested overtime will be used, together with
present workload, staffing, and other data of the affected unit sufficient to permit the Contracting Officer to
evaluate the necessity for the overtime;

(2) Demonstrate the effect that denial of the request will have on the contract delivery or performance schedule;

(3) Identify the extent to which approval of overtime would affect the performance or payments in connection with
other Government contracts, together with identification of each affected contract; and

(4) Provide reasons why the required work cannot be performed by using multishift operations or by employing
additional personnel.
* Insert either "zero" or the dollar amount agreed to during negotiations. The inserted figure does not apply to
the exceptions in paragraph (a)(1) through (a)(4) of the clause.

52.232-20 LIMITATION OF COST (APR 1984)

(a) The parties estimate that performance of this contract, exclusive of any fee, will not cost the Government
more than (1) the estimated cost specified in the Schedule or, (2) if this is a cost-sharing contract, the
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Government's share of the estimated cost specified in the Schedule. The Contractor agrees to use its best
efforts to perform the work specified in the Schedule and all obligations under this contract within the
estimated cost, which, if this is a cost-sharing contract, includes both the Government's and the Contractor's
share of the cost.

(b) The Contractor shall notify the Contracting Officer in writing whenever it has reason to believe that--

(1) The costs the Contractor expects to incur under this contract in the next 60 days, when added to all costs
previously incurred, will exceed 75 percent of the estimated cost specified in the Schedule; or

(2) The total cost for the performance of this contract, exclusive of any fee, will be either greater or
substantially less than had been previously estimated.

(c) As part of the notification, the Contractor shall provide the Contracting Officer a revised estimate of the total
cost of performing this contract.

(d) Except as required by other provisions of this contract, specifically citing and stated to be an exception to this
clause--

(1) The Government is not obligated to reimburse the Contractor for costs incurred in excess of (i) the
estimated cost specified in the Schedule or, (ii) if this is a cost-sharing contract, the estimated cost to the
Government specified in the Schedule; and

(2) The Contractor is not obligated to continue performance under this contract (including actions under the
Termination clause of this contract) or otherwise incur costs in excess of the estimated cost specified in the
Schedule, until the Contracting Officer (i) notifies the Contractor in writing that the estimated cost has been
increased and (ii) provides a revised estimated total cost of performing this contract. If this is a cost-sharing
contract, the increase shall be allocated in accordance with the formula specified in the Schedule.

(e) No notice, communication, or representation in any form other than that specified in subparagraph (d)(2)
above, or from any person other than the Contracting Officer, shall affect this contract's estimated cost to the
Government. In the absence of the specified notice, the Government is not obligated to reimburse the Contractor
for any costs in excess of the estimated cost or, if this is a cost-sharing contract, for any costs in excess of the
estimated cost to the Government specified in the Schedule, whether those excess costs were incurred during
the course of the contract or as a result of termination.

(f) If the estimated cost specified in the Schedule is increased, any costs the Contractor incurs before the
increase that are in excess of the previously estimated cost shall be allowable to the same extent as if incurred
afterward, unless the Contracting Officer issues a termination or other notice directing that the increase is
solely to cover termination or other specified expenses.

(g) Change orders shall not be considered an authorization to exceed the estimated cost to the Government
specified in the Schedule, unless they contain a statement increasing the estimated cost.

(h) If this contract is terminated or the estimated cost is not increased, the Government and the Contractor shall
negotiate an equitable distribution of all property produced or purchased under the contract, based upon the
share of costs incurred by each.

(End of clause)

52.232-22 LIMITATION OF FUNDS (APR 1984)

(a) The parties estimate that performance of this contract will not cost the Government more than (1) the
estimated cost specified in the Schedule or, (2) if this is a cost-sharing contract, the Government's share of the
estimated cost specified in the Schedule. The Contractor agrees to use its best efforts to perform the work
specified in the Schedule and all obligations under this contract within the estimated cost, which, if this is a cost-
sharing contract, includes both the Government's and the Contractor's share of the cost.
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(b) The Schedule specifies the amount presently available for payment by the Government and allotted to this
contract, the items covered, the Government's share of the cost if this is a cost-sharing contract, and the period
of performance it is estimated the allotted amount will cover. The parties contemplate that the Government will
allot additional funds incrementally to the contract up to the full estimated cost to the Government specified in
the Schedule, exclusive of any fee. The Contractor agrees to perform, or have performed, work on the contract
up to the point at which the total amount paid and payable by the Government under the contract approximates
but does not exceed the total amount actually allotted by the Government to the contract.

(c) The Contractor shall notify the Contracting Officer in writing whenever it has reason to believe that the
costs it expects to incur under this contract in the next 60 days, when added to all costs previously incurred, will
exceed 75 percent of (1) the total amount so far allotted to the contract by the Government or, (2) if this is a
costsharing
contract, the amount then allotted to the contract by the Government plus the Contractor's
corresponding share. The notice shall state the estimated amount of additional funds required to continue
performance for the period specified in the Schedule.

(d) Sixty days before the end of the period specified in the Schedule, the Contractor shall notify the Contracting
Officer in writing of the estimated amount of additional funds, if any, required to continue timely performance
under the contract or for any further period specified in the Schedule or otherwise agreed upon, and when the
funds will be required.

(e) If, after notification, additional funds are not allotted by the end of the period specified in the Schedule or
another agreed-upon date, upon the Contractor's written request the Contracting Officer will terminate this
contract on that date in accordance with the provisions of the Termination clause of this contract. If the
Contractor estimates that the funds available will allow it to continue to discharge its obligations beyond that
date, it may specify a later date in its request, and the Contracting Officer may terminate this contract on that
later date.

(f) Except as required by other provisions of this contract, specifically citing and stated to be an exception to this
clause--
(1) The Government is not obligated to reimburse the Contractor for costs incurred in excess of the total
amount allotted by the Government to this contract; and
(2) The Contractor is not obligated to continue performance under this contract (including actions under the
Termination clause of this contract) or otherwise incur costs in excess of (i) the amount then allotted to the
contract by the Government or, (ii) if this is a cost-sharing contract, the amount then allotted by the Government
to the contract plus the Contractor's corresponding share, until the Contracting Officer notifies the Contractor
in writing that the amount allotted by the Government has been increased and specifies an increased amount,
which shall then constitute the total amount allotted by the Government to this contract.

(g) The estimated cost shall be increased to the extent that (1) the amount allotted by the Government or, (2) if
this is a cost-sharing contract, the amount then allotted by the Government to the contract plus the Contractor's
corresponding share, exceeds the estimated cost specified in the Schedule. If this is a cost-sharing contract, the
increase shall be allocated in accordance with the formula specified in the Schedule.

(h) No notice, communication, or representation in any form other than that specified in subparagraph (f)(2)
above, or from any person other than the Contracting Officer, shall affect the amount allotted by the Government
to this contract. In the absence of the specified notice, the Government is not obligated to reimburse the
Contractor for any costs in excess of the total amount allotted by the Government to this contract, whether
incurred during the course of the contract or as a result of termination.

(i) When and to the extent that the amount allotted by the Government to the contract is increased, any costs the
Contractor incurs before the increase that are in excess of (1) the amount previously allotted by the Government
or, (2) if this is a cost-sharing contract, the amount previously allotted by the Government to the contract plus
the Contractor's corresponding share, shall be allowable to the same extent as if incurred afterward, unless the
Contracting Officer issues a termination or other notice and directs that the increase is solely to cover
termination or other specified expenses.
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(j) Change orders shall not be considered an authorization to exceed the amount allotted by the Government
specified in the Schedule, unless they contain a statement increasing the amount allotted.

(k) Nothing in this clause shall affect the right of the Government to terminate this contract. If this contract is
terminated, the Government and the Contractor shall negotiate an equitable distribution of all property produced
or purchased under the contract, based upon the share of costs incurred by each.

(l) If the Government does not allot sufficient funds to allow completion of the work, the Contractor is entitled to
a percentage of the fee specified in the Schedule equalling the percentage of completion of the work
contemplated by this contract.

(End of clause)
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SECTION J LIST OF ATTACHMENTS

Attachment 1: Quality Assurance Survellance Plan (QASP)

Attachment 2: DD 254 for award

Attachment 3: CDRL A001
    DID to CDRL A001 - DI-MGMG-81864

Attachment 4: CDRL A002
    DID CDRL A002 - DI-MISC-80508B

Attachment 5: CDRL A003
    DID for CDRL A003 - DI-MGMT-81580

Attachment 6: CAPCPFF Seaport Task Orders
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